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Introduction

Thank you for purchased this network camera. This Network Camera unlike traditional CCTV,
this is built in the Web Server and Camera to provide users with a mechanism for the security
or remote monitoring applications, and it can deliver dual video streams simultaneously
(Motion JPEG and H.264), allowing for optimization in image quality and bandwidth.

It offers the many application functions such as two-way audio, DDNS, samba, FTP, Mail,
Multicast, motion detection, privacy mask, event management and multi-level passwords for
meeting user variety level of security needs.

It is easy to install, convenient to operate, and provide the infrared LED application for Night
environment.

System Requirements

Before installing the network camera, please make sure your system has the following
recommended minimum hardware requirements.

Internet Environment
Ethernet 10/100M Ethernet

Monitor System Requirements
OS support Microsoft Windows 2000, XP, Vista, Windows 7
Browser support Internet Explorer 6.x or later, Chrome, Firefox, Safari
Hardware CPU: Intel Dual Core 2.0 GHz or later
Memory: 1G MB (2G MB recommended)
VGA card resolution: 1024x768 or higher
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Software Installation

After the hardware has been installed, insert the installation CD into the CD-ROM driver and
run the “Cam Finder.exe” following the steps below to search and change the IP address of
the Bullet Network Camera.

NOTE :

If the network environment has the router, please make reference to the chapter of Appendix:
Set up the Router Setting with IP Camera for different environment description.

&38 www.3Svision.com.tw

Cam Finder
IP Cam Scan Utility

Click Run to set up camera immediately.

Download the Cam Finder.exe.
1. Start the Camera Setting.

Run the Cam Finder.exe from the installation CD. ffc’lii"é’i;‘ﬁm,.,
2. Set the IP address of the Network Camera.

l1e v 1 MAc [Poxe [letassk [Gatevay 1
000 Ne014 192 168 20,203 00:30:¢0:18:00:40 80 256 255 256 .0 192 168 20 254
ool N9071 192 .168.20.218 a8:55:6a:00:01:04 80 255 288 285.0 192.168.20.1
002 K071 192.168.20.22% 28:55.6a o= 00.dd 80 256.255.255 0 192.168 .20.25¢
003 R6071 192.168,20,27 00:30:£0:22:00.06 80 255.255.255.0 192.168.20.1
004 Network Camera 192,168, 20. 206 28 .55, 68 .00. 00, 31 [ 255, 295. 255, 0 192.168. 0. 254
0os N%071 192 168.20 206 a8:55:6a°00:00 11 80 256 2585 255 0 192 168 0 254
006 82071 192.168.20 108 00:30:£0:11:55 44¢ "0 286 286 288 .0 192.168.20.1
== s =1

I ouce

Nane

O\ 1P
MAC

Netnask

Usernane I Gatevay [ ——
Passvord HTTP Port
You con change comera nane. IP address, and Gatevay Address
1) Select the Canera you vant to sake change
2) Change name. Gatevay IP address and Ketaask on bottom edit box
1) Press Subait buttom or Enter
{) Press Search to rescan the installed IPCans

Click Search to find the IP Camera on the LAN, the factory IP setting 192.168.0.20
appears on the screen.

-5-
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3. Change the IP address and related settinﬁs for the network environment.

Iodex | Kane 573 | Vireless | MAC | Pore | Notmask 1 Catovay |
000 NEOLE 192.168.20 203 00:30 £0 1800 40 80 255.255.255.0 192.168.20 254
001 N9071 192.168.20.218 AB:55:6a 00:01:04 80 265255 .256.0 192.168.20.1

002 N6071 192 168.20 22¢ 2565265

a0:55:6a o0 00 dd o 192 168 .20 254

256 26!

192,168 20,105 00:30:£0 11 5544 285.255.255.0  192.169.20.1

Sesrch

Subait | Exit
I~ DHCP
Nane Network Camera
1w [1927 168 XXX XX
MAC [ AETEE €A EE 00/ 0D
Notnask [258  28¢ ook xx
Usernane [ oot Gatevay 192 168 XXX XX
Passvard [ HTTP Port [

When you find the camera, click it and the settings will appear on the right side. You can

change the settings for the new network e
NOTE:

nvironment as you need.

Enter new settings in the field of the IP, Netmask and Gateway fields and keep the

settings in other fields unchanged.
4. Submit data

Submit Exit
I~ DHCP
1P | 192 168 20 226
Netnask | 255 255 288 0
Gateway | 192 168 20 254
HTTP Port | a0
@ Cam Finder v 1.0 EEX
Index | None 11p [ Uizeless | MAC [Port | Fetnask [ Cavevay ]
000 Ne01- 192 168 .20 203 00:30 £f0 18 00 40 80 255 255 .255 0 192 168 20 254
oo1 N9071 192 168 .20 218 a8 .55 6a 00:01.04 80 265 285 25 0 192 168 .20 1
002 N6071 192 168 .20 226 a8:55:6a o0 00 dd 80 256 265.256.0 192 168 20 254
003 N60?71 192 168 20 27 00-30-0-22-00:06 80 256 285 256 0 192 168 20 1
00§ N9071 192 .168.20 20& af.55.8a.00:00:11 "0 256.255.255.0 192.168.0.254
006 52071 192.168.20 108 00:30:20:11.55:44 0 255.295.255.0 192.168.20.1
Sesrch | Subait |
I ouce
Naxe Network Camera
w 197 168 XX XX ;
MaC [ AFTES EATEE 00 0D
Netnask | 2588 258 20X xx
Usernane oot Gatevay [1927 168 XX xx
Passvord [ = HTTP Port [ 80

Click Exit to quit, after all changes have been confirmed.
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NOTE:

The Cam Finder can only find the IP addresses of the cameras that share the same hub
on the LAN. For more information about finding IP addresses on the Internet, refer to the
“‘DDNS Setting”, or “UPnP Setting”.

All 3Svision camera/network server products can be found and changed using the Cam
Finder software.

When the Cam Finder software cannot be executed, check your antivirus software or
firewall to remove the block.

Field description: You can give a name to your camera (such as “IR_IP” or “IR-IP”). No
spaces allowed (such as “PI IP”).

You can change the settings for IP, Gateway Address and Network Mask to meet the
requirements of your network environment. The Bullet Network Camera uses HTTP Port1
and does not support Port2 settings.

MAC: Factory default network identity of the Bullet Network Camera.
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Ready to Use

Access to the IP Camera

You can access the IP Camera through web browsers, follow the instructions to install the
required plug-in on your computer.

1. Using Web Browsers
Launch your web browser. (eg. Microsoft Internet Explorer, Mozilla Firefox or Netscape...)
and enter the IP address of the IP Camera in the address field.

(& http://192.168.0.20/ - Windows Internet Explorer

() |2 hpvnoazesoans o 4[]
4 & emmmn 8-

After fill in "root" in the User Name and Password fields, Click OK.
Connect to192.168.0.20

!
(i

The server 192.168.0.20 at CMOS IF Camera requires a
username and password.

Warning: This server is requesting that your username and
password be sentin an insecure manner (basic authentication
without a secure connection).

User name: € root - > User Name: root

Bessnord: seel Password:  root
[ Remember my password

l Ok &Canc&l ]

NOTE :

1. If the web browser cannot be display the Camera Main Page, please make reference to
the chapter of Appendix: Change the Inter Explorer Setting for further detailed
description.

2. You can access the camera as an administrator by default and set up for other users or
privileges from the “Basic Settings” “User”.
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2. Installation of Internet Explorer ActiveX Controller
After the Username and Password are confirmed, a control setup screen pops up under
the IE address bar. Click “Install ActiveX Control” to continue.

3 [192.168.20.218] - Microsoft Internet Explorer

. -~ A ”
<) > &(j @ g -/ Search < ¢ Favorites {“ S

Address ;é_] http://192.168.20.218/ v‘ .Go Links >
@ This site might requwe the following ActiveX control: 'PocketiNet Media ActiveX Control' from ‘Pocketnet x

Technology Inc.'. Click here to install...

“ NETWORK CAMERA Live View] s Lo

&3 = i T

Fo | =3 =] - o ®

@ Done ® Internet

The security warning screen appears. Click "Install". The ActiveX Control is named
“‘ActiveX Control". This software is owned by PocketNet and well certified. You can use

it without any doubts about its validity. )
3 [192.168.20.218] - Microsoft Internet Explorer i [o]X]

€ O ¥ @ @ POsear Joravons @ -5 F B

Address | @] http:/{192.168.20.218f v B ks
@ MR R IZAE Internet Explorer - Security Warning 4k rom 'Pocketnet x
Technology Inc.'. Click 1

&3

Do you want to install this software?

E Name:
Publisher:

[¥] More cptions

Whiefes from the Internat can b usefl thfislype Mot Masmoe
your computer. Only install software from publishy \ the ris {

@ Done © Internet

When ActiveX Control is installed successfully, you can see the camera image and
interface on your screen.

“ NETWROK CAMERA Live View| SeMing
- Language Video Format View Size Firemming ightrees = Alort
English - H264 (Main Stream) » i - T, - — 5 .

|

v

PTZ Device 13 «

Speed 7 -
Zoom 1 v [in) [Cut]
Focus 1 v [near] [far]
Aux 1 + [on] [off]
Preset

(Goj [Set)
Tour v

Alert Message

Disable
Alert Snapshot [Ceer |
DayNight Setting
Day) [ight
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View of Camera Main Page

Once you have installed the software from the IE and you are ready to start the setup menu.
The Camera utility enables you to change language, video settings. And you can also change
the other setting by “Setting”.

Live View

3Svision Logo Product Name

| LangTage Video Tormat View Size Streaming Color Mode
s ! | NETWORK CAMERA | | Live View| Setting
g\’“«{ Lalnghuage Video Format View Size Streaming Brightness  ~ M__ Alert
Englis! - H264 (Main Stream) v X v HTTP « mm + 50 .
e -
& -0 4; - \W :\
N O T o
y Control
= " c' PTZ Device 1w
Ry e
hn.l""nm.. - - e
l] 'R A @

[ Alert Snapshot
DaynNight Setting
[Day] [ight]

. Alert Message
__| Alert
II ‘ Message
[Ipisable

Shortcut Bar Shortcuts

3Svision Logo
Click here to visit the website of 3S POCKETNET Tech. Inc.

NETWORK CAMERA

[ ——

m|||||IIII|III m ‘




Network Camera User Manual

Product Name

Display the product name.
The default name follows the product, and it not releases the permission of modification to

customer. Product Name
§ NETWORK CAMERA Live Vie] Sating
9\“? Lanquage Video Format View Size Streaming Brightness v Alert
r— T e o = e ®
| B S)ff

O\ P N
NV O

l X \t/'/ g

LT e o m
l“‘ll""“'nllull?; o ,.@
SN N
B AIAert Snapfho(
El ;@A i DayNight Setting =—
Mode
Select the display mode between Live View and Setting.
&38 == = NETWOR)‘(,CVAMERA
|m.ll"|u-:':'.::.';‘|fj'“ .
,,,,,,,,, 83 f—

- e L J A G System Setting
System Info

“ii.l"lllmun |,

NOTE :
User interface will be customized by the exactly product you purchased.

-11 -
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Language

It supports 7 kinds of different languages in web browser and the default setting is English.

Click the pull-down menu to select the language for web browser from English, & it @ <
(Simplified Chinese), % %2 ¢ < (Traditional Chinese), Espaifol (Spanish), Deutsch
(German), Frangais (French) and Nederlandse (Dutch).

3S NETWORK CAMERA WRNS| RE
“ ; B [on oy mREE a% - =
2 24 (E WA - 7 - HITP » —— @
Language ’ \ (A, ~
i : A
English hd \»/l-' G >
ﬂ -#'l v
= _: 3 h_ e PTZUE 1 ~
= "~ : L1 4 3
[E)spanorll f‘h& lhihhg L Mokt | (8] (M
eutsct “ " !Ill'| 7] e - @M
Francais " 1] [ ] [.' o . M
Nederlands l|, MARE | -
g (W (8Tw]
1P T S
II ’ ! WS R [
ll | KF RN (M) i
'Illllll Et —:"Jm
mw
Sherm s )
o ow @i pawx
o} RAEANE (C L ()
NETWORK CAMERA Live View| Setting
;“("’ Lanquage Video Format View Size Streaming Brightness v Alert
English - H264 (Main Stream) v X v <« m > 50 @
U %,
! Xoatte, X %r\:}‘/é _
\ 3 AR
. 'L"w 4 L
| 3‘\'/ N ‘l ( O >>
‘l H \v//
fi h in c‘ PTZ Devi -
rk‘h hiha Speed -
ull ’ - Zoom .
lllu"'"""llm e
II 3 A - @
! Preset -
"l 11 15
o % 9
|||||II|| ‘t Alert Message
[Ipisable
[ Alert Snapshot
- DayNight Settin
o cm T g
<cord fle path: [G:Video]: Snapsho fil path [G1Snapshol]

NOTE :
The language selection is not suitable for Shortcuts, because the Shortcut follows the OS
language.
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Video Format

It provides the triplex streaming, but it can use one streaming on the live view. The default
setting is the MPEG H.264 (Main).

Click the pull-down menu to select the video format from H264 (Main Stream), H264 (Sub
Stream) and Motion JPEG.

Video Format

H.264 (Main)
H.264 (Sub)
Motion JPEG

83

NETWORK CAMERA

v ize Streaming

wrTe
W Suel QNS %

Video Format

|

H264 (Main Stream)

H264 (Sub Stream)
Motion JPEG

gl

‘Imn""“l

Live View|
Bightness  » Alort
- .5 L
A
O )
v
PIZ Davice 1 e
speed -
Zoom in} [Out]
Focus 1 [Noar] [For
Aux + - [0 [off
Preset i -
Go) (Sat)
Tour

[Start][Stop) (Set

Alert Message

Disoble
Alert Snapshot [ Ceac
DayNight Setting |
Oay| wore

83

NETWORK CAMERA

Langquage Video Format View Size Streaming
English - H264 (Main Stream) v X - wTe -

‘k&lmm G -
llln"""' lllul:f“

Live View| Setting
Brightness v Alert
= .50 @
,//\ \
L8
O
N Y
\ /4
&
PTZ Device 1 v
speed 7 =
Zoom 1 v (i) [out]
Focus 1 v [Near]
Aux 1 - [on] [off]
Preset 1. -
&
Tour 1
Alert Message
[lpisable
"I Alert Snapshot
DayNight Setting
[ay) [Night]
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View Size

It can fix well the resolution when enlarge or reduce the live view image.
Click the pull-down menu to select the video format from 1/4X, 1/3X, 1/2X, 1X, 2X and 4X.

“ NETWORK CAMERA Live View] Setting
W e Video Format View Size Streaming Brightness v Alert
&y\
English 3 H264 (Main Stream) v — S0 '
o)

2~

"1"' lg?;v
— ’w

‘/‘\\
(o
v

N\ Y
) 4
PTZ Device 1 ~
Speed 7

Zoom 1 v @
Focus 1 v

Aux 1 v @
Preset L. v

£
Tour 1. v

Alert Message

[CIpisable
[l Alert Snapshot
DayNight Setting

NOTE :
The quality of the image will become to poor, when you enlarge the view image size.
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Streaming

It provides 3 kinds of different streaming protocols.

Click the pull-down menu to select the video format from UDP, TCP, and HTTP to apply or
integrate on different requirement and environment.

The following tables show the difference between UDP, TCP and HTTP.

HTTP Easy Fair Fair
TCP Fair Lower Fast
UDP Hard Lowest Fastest

o3

NETWORK CAMERA

Live View| Setting

Language Video Format View Size Streaming Brightness Alert
English - H264 (Main Stream) v X v [ - 50 L ]
B i b
‘ ) b o
‘ A\ ! ’
) %
O™ A
v & \
w g Q>
-
HTTP ] ot
UDP o
TCP PTZ Device 1 v
Speed v
o Zoom + [1n] [Out]
. Focus v
Aux -

‘g
g

Preset

Tour 1. v

Alert Message

[pisable
[C] Alert Snapshot
DayNight Setting

(Do) (ight)

1. UDP
Provide the fastest but most unreliable transmission service. Video streams are transmitted
through RTP 50000~60000 Port to ensure the fastest image transmission.

IP Camera

NOTE :
However, video fragment or mosaics may occur due to poor transmission quality.
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2. TCP

Provide reliable data transmission, because the transmission will check the receiver first.

Video streams are transmitted through RTSP 554 Port to avoid video fragment or mosaics,
but this protocol will affect the FPS to reduce.

IP Camera
3. HTTP

Video streams are transmitted through HTTP 80 Port to ensure passing through firewalls.

-
S

IP Camera Firewall

NOTE :

HTTP is recommended if your network is protected with firewalls.
Color

Adjust the value of the color settings for the live view image such as Brightness, Hue,
Contrast and Saturation by click the <« / » button.

I Brightness ;I _ I Brightness ;I - I Brightness ll

« » 0 |< = bis! “ == > 100

You can also adjust the value by drag the slide bar to left or right.

I Brightness ;I l Brightness ;I

I Brightness ;I

« n »0 B %551 « ->100
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“ NETWORK CAMERA Live View| Setting

N

%;‘/ fanquage PRt View Size Streaming rightness Alert
English - H264 (Main Stream) v X v HTTP - .

|

Sharpness
Contrast
Saturation

~wny

| Set to default ut)
h“l “"“ —
Aux 1 @
Preset I v
Tour 1. v :

Alert Message

[Ipisable
[C] Alert Snapshot
= @ ﬁ DayNight Setting
[ay] [wight |
Record file path: [C:\Video]: Snapshot file path: [C:\Snapshot]

& NETWORK CAMERA e Ve i “ NETWORK CAMERA
2 Langsane evyy— irw e - e P & s
o e e o % o [ o

Llh"%ﬁ“ﬂ"“““'

llllliln

unlllllllllllllm

Brightness
Adjust the brightness of image.

Contrast
Adjust the contrast of colors.

Saturation
Adjust the saturation of colors.

Set to default
Reset all of the color settings to default figures.

NOTE :

50 is the default figures of the value for color setting, the range is 0~100.
After the value had change and the result will be shown on your screen.

-17 -
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Alert

The alert flash will be changed from green to red in order to warning users immediately when
any event is triggered.
This smart design can prevent the user omitting from any event.

NOTE :
The alert message will display the information at the same time.

“ NETWORK CAMERA Live View| seulhg
L i - s — %
: ‘ - R
T 1 / >

: - L...uﬁﬁ'.“.:-;--(.;’é;.,. ,
)

Eauyy il
hn."‘"lln'l::r‘::f' .

@;&i

“ NETWORK CAMERA
& Lanquage Video Format View size Streaming
J_

T
Lln""llllllln.g‘:lh

||||||||IIIIIIII m

-
-0

°
lo
: @
E ]

Q NETWORK CAMERA Live View| Setting
S 38 Lanquage Video Format View size Streaming Bughtness Alert
- e e = — o ®
v =
‘ X T . S A .7
Q) . ﬁ - v
v W Ty < A
WYy O
¥ <
I c‘ P12 Device
@ “hhn Speed 7 =
e Yoo - () o)
hllll"“II“n..“. - e | (ene) )
Ny A oo
precet
==
Alert Messag,
[pisable
[l Alert Sn: p shof (-
[ JECY e (o) )

NOTE :
The function of Alert needs to match and use with Event Setting, please confirmed the Event
Device and Setting before you start this function.

-18 -
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Alert Message

It will display the event message when receiving the event. And some controls and
applications will be available. Please see the detail illustration as below:

‘ NETWORK CAMERA Uive View] Satting |
< Langunge Vb ot View Size Streaming Bighiness N Alert
- " ™ > . o - @
.
Npsziby
' %) 4
| Q»
5/
- | ’ . = PIZ Device 1
e —— . Spand
LT “““llk&" . zoom 1 @od
i "“‘"“‘N'J roon e
A |
Preset
Go) (3et

ML

nnnlllllllllllllim '

Alert Message

Disable

Alert Saapshot [ Clear
DayNight Setting

O] [Nt |

[ JSCY @

Motion_20120409_173908.
Motion_20120409_173908.
Motion_20120409_173908.
Motion_20120409_173908.2
Motion 20120409 173908.23 -~

Motion 20120405 173508.23 [
. Disable
Disable ___ O

Alert Snapshot—D Alert Snapshot | Clear Clear

>

N NN
JWww

LW WL
1

.— Alert Message Text

Alert Message Text
Display the message in the field of the Alert Message Text when the event is activated.
The event message format as below:

Event Type Date Time
Motion MM/DD/YY  HH:MM:SS
Alarm MM/DD/YY  HH:MM:SS

For the detail information, please double click the event message at the alert message text
field and a pop-up window of the alert message will be shown.

Alert Message Windows Internet Explorer @
Motion_20120409_173908.23 .
Motion_20120409_173908.23
Motion_20120409_173908.23 A Alert Message:
Motion_20120409_173908.23 . it N
Motion 20120409 173908.23 - Trigged by : Motian Detection
Motion 20120409 173908.2: T A0 T80

= reaiie W II‘

[l Alert Snapshot =]

NOTE :

The event type will be different based on the model.
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Disable
Enable/Display the Alert Message

The function of displaying message in field of Alert Message Text can be hidden when Alert
is triggered.

Alert Message Text field will keep previous values before Alert being triggered if there is a
message already recorded.

Alert Message Alert Message Alert Message

-~ Motion_20120409_173908.23
Motion_20120409_1735908.23

>
>

Motion_20120409_173508.23
Motion_20120409_1735908.23

3 Motion 20120409 173908.23 = I (=1
2 ||- Motion 20120409 173508.23 j =
L [Ivisable

2 apshot [F] Alert Snapshot

apshot

Alert Snapshot

It will Snapshot the image when event is triggered. The saving name will follow the Alert
Message Text.

Alert Message

Motion_20120409_173908.23 .
Motion_20120409_1735908.23

Motion_20120409_173508.23
Motion_20120405_1735908.23
Mot 0420408 172900

PN T

NOTE :
The saving path will follow the path setting from Shortcut Bar.

Clear
Click clear button to remove all of the event messages from the Alert Message Text.

Alert Message Alert Message

Motion_20120409_173508.23 . -~
Motion_20120409_173908.23

Motion_20120409_173508.23

Motion_20120405_1735908.23 = =
Motion 20120409 _173508.23 "7 23
Motion 20120409 173508.23 [ II M

[[I pisable

‘ ot [F] Alert Snapshot
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PTZ Control Panel

After enable the PTZ function the control panel of the PTZ will show on your screen.
The detail function illustration as below:

“ NETWORK CAMERA Live View| Setting
S i Streamin Brightness

Lanquage Video Format View Size

...............

Alert M 9
Disabl
| Alert Saapsts
[(Clea
@ 38 NETWORK CAMERA Live View| Setting
Basic Setting PTZ Configuration
m arac e
(Reset]
NETWORK CAMERA IIIIIIII | Setting g
4‘~
> Lanquage Video Format View Si; Streaming - Alert
sssssss 2 iz (ran sweam) e G ®
’ 4B
A
5 \
>
4
i
&
D T~
‘l“ peed 7 >
""" Ii[g.u N @
“. l“l“'l Focu < (ear) ()
LLT A 5
- Preset v
! | [co) e
J
Il 4
ll L £
llllllll At Messne
[ pisabl
DAt t [Clear ]
= DaynNigh 9
[ JNCY (o) (it
1o (G Vide il path [C:Snapahol

NOTE :
It is only available for the model which supports PTZ function.
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//:\
Camera Direction ———— '2< \}
A 4
PTZ Device —pr1zpevice 1 ~
Speed Speed 7 -
Zoom Zoom 1 v [
Focus Focus 1 v Far
Aux ——aAux 1+ [on] [off]
Preset ——preset L ¢
Tour Tour 1. v
Camera Direction  Control the Pan/Tilt function
PTZ Device Device selected
Speed Adjust the Pan/Tilt movement speed
Zoom Control the Zoom IN/OUT function
Focus Use the manual Focus function
Aux Control the external device
Preset Set up/Enable the Preset
Tour Set up/Enable the Tour

Camera Direction
Adjust the lens of camera by press Up, Dow, Left, Right and Home).

“ NETWORK CAMERA Live View| Setting
Q:/ Language Video Format View Size i Brightness v Alert

.m0 L

English - H264 (Main Stream) v X v T

//\\
VY
//' R
Q>
A
OV
Y
PTZ Device 1 v
Speed 7 = 4
ot v e
rodi= —
e o
Preset i, w
Tour 1. v

Alert Message

[C pisable

Alert Snapshot

DaynNight Setting

(Day) [wight]

PTZ Device

Select the device to control the RS485 device, the different device can setup the different
protocol.
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Camera Speed
Control the rotation speed of the camera form 1(lowest) to 8 (highest).

Function Parameter
Speed 112 |3 |4 |5 |6 7 8
Angle/Sec. | 3|20 |40 ] 60|80 ] 100 | 120 | 140

Zoom
To enable the Zoom In/Out function by click the Zoom In or Zoom Out button. The Zoom
distance will follow up the source device, select the speed form 1(lowest) to 4 (highest).

Focus
Click the Near/Far to adjust the focus by manual control. Select the speed form 1(lowest) to
4 (highest).
NOTE :
Please confirm whether the lens of your camera supports the application.
Aux

Control the external device through RS485. Enable or disable the device activity by click
On/Off. Select the device from 1 to 8.

NOTE :
Please confirm whether the device supports the application.

Preset
Preset the rotation points from the camera. (16 points)

1. Click Set to enter the Preset Setting page. cecceccccccsccce.

NETWORK CAMERA Live View| Setting @
£ [ ]
Q'. Lanquage Video Format Vi SEe Stressikay Bightiess, v Alert ®

sssssss - H264 (Main Stream) v X v WP v < m 50 @ :
[ ]
WY NS 7 °
‘ it “N, -'Ss'o/ S
- WA= SF A B .
| Wowrtf) p .
¥ 5
/& Preset Setting - Windows Internet Ex... / ( G >> .
< N 4 °
| €] http://192.168.20 53/SETTING_PRESET.asp?ptcame | rm;l! 4 .
PTZ Di :
- S d -
Preset Setting room G e
Preset List . = °
No Name A - [on) [or)
| P 2 v
o[ 5=
Tou
(Star (Stom) <l \
Alert Messag
[ pisable
[C] Alert Snapshot | Clear
Preset Setting DayNight Setting
Location Name iy
Location Number 1 «~

[ Update | [ Remove | [ Reset |
A

eeeccesdies 2 Fillinthe Location Name to
3 v ®100% ~ . .
continue the preset setting.
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3. Click the Up, Down, Left, Right eececcccceny
and Home to adjust the camera .
direction. .
“ NETWORK CAMERA Live \ew] setting I
&\‘, Language Video Format View Size Streaming Brightness  w : Alert i
l'nql-'h' - HIGA (Main Stream) w % v . WP v - . 50 : @
e ing - Wi (=) ]
/& Preset Setting - Windows Internet Ex.. -7 y, \ 4 ’
5 P - s | = [t N
2 ’g‘ http ,E/192.168.20.53,SET"I'ING_PRtSETAasp ptcam‘|rif‘m!1k:‘)v?¥" :: -
1, = oW 2
Vor et - - ;' G Y
— 4| Preset Setting }
T | Preset List 1 v
No Name } -
. Speed 3 -
Zoom 1 ~ [ia] (O]
Focus 1 - [mear] [far
Aux 1+ [on) [off]
Preset v
(Ga) (5=1)
Tour
Pan
Praset Setti Alert Message
Location Name °
Location Number 1 «~ °
Disable :
Alert Snapsgot [Ciesr

| Update %II Eemove ] [ Reset ]

A

4. Exit the preset setting page by click Update.

5. After select the number for preset, click Go. The camera will move to the °®®°°°°*
area automatically as setup by the select number.
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Tour

Enable/Disable the tour mode of the camera. The rotation points of the camera must be
setup in advance and provide five tour addresses to use it.

&35

L #®100% ~

4. Select

&3

€ Tour Setting - Windows Internet Explorer.

| &) http://192.168.20.75/SETTING TOUR as®@?ptcamera=1&tour=0

°
Tour Setting o
Tour List °
Tour No 1 v o
Tour Setting °
Tour Name L
Tour Dwelling 3 '
Tour Sequencel none v Tour Sequence® none v
Tour Sequence2 none v Tour Sequencel0 none v
Tour Sequence3 none v Tour Sequencell none v
Tour Sequenced none v Tour Sequencel2 none v
Tour Sequence5 none v Tour Sequencel3 none v
Tour Sequenceé none v Tour Sequencel4 none v
Tour Sequence7 none v Tour Sequencels none v
Tour Sequence8 none v Tour Sequencel6 none v

[ ]

5. Click Update to Exit.

Select the number you need then click
Start to activate the tour function.

1. Click Set to enter the Tour Setting page. 0
°
o
NETWORK CAMERA Live View| semng:
Language Video Format View Size Streaming Baghtness. = Alert :
English 1264 (Main Stream) + X - Far—— s @ o
o
N, o
S 2 .
g g Vo . °
*‘ln" 4 V. °
: y. °
Qv
X S e
0 4 y [}
) °
PTZ Device 1 v o
Speed 2 = :
Zoom 1+ [[ow] o
| Focus 1 v (Near] [Far)
Preset P
[&] http://192.168.20.75/SETTING TOUR asp?ptcamera=1&tour=0 ) L
2 Tour 1.
Tour Setting
L Alert Message
Tour No 1w
Tour Setting
Tour Name v
Tour Dwelling 3 ° o °
Tour Sequencel none <1 Tour Sdtgences none ~ Elpisable
Tour Sequence2 none v o Tour Sequefcg10 none v [[] Alert Snapshot [Clear ]
Tour Sequence3 none v L4 Tour Sequencell o Qi none v DayNight Setting
Tour Sequenced none v .. Tour Sequencel2 ° gore ~ [Day) [ight]
Tour Sequence5 none v ° Tour Sequencel3 noﬂe.v
Tour Sequence6 none v ° Tour Sequenceld none ® °
Tour Sequence? none ®  Tour Sequencel5 none v %o o
Tour Sequence8 none w ®  Tour Sequencel6 none w LN N ] LN ] 2 Name the tour YOU Can Set
Gpdate : :
A up 5 tour groups at
° .
. maximum.
°
()
0000000000000 0000000p00o0

3. Dwelling time (sec.) at each
tour point.

a preset location for the camera.

Live View| Setting
Brightness v Alert
- .50 @
V
<
L2
ﬁ
)
PTZ Device
Speed
- Zoom
Focus
Aux
Preset
Tour
wi=l=
L]
Alert®essage
o
[Cpisable
[C] Alert Snapshot -clear
DayNight Setting
[ay) [Night]

4 v ®100%
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Click the right-button of your mouse in Live View mode to display the Shortcuts List.

Choose the option directly depend on different system requirements.

The detail function illustration as below:

NETWORK CAMERA

&3

Language

T

® cw @

- ZOBHM BUT
Originzl Size

Full Screen

Record
Snapshot
Version 1,0, 0,0

mat View Size Streaming
Togheh = W3¢ (Main Siream) v -
.
v,
fimrar
= +ZOOM IN

»

Jitter Time :

Live View| setting

Brightnass Alert
- .50 L
L
Q>
v
PTZ Device 1+
Speed
Zoom i » [In} 0w
Focus 1 » |Neor | [Fac|
Aux 1 « [on) [Of]
Preset L v
Gol [Set/
Tour 1.

Stan)(Stop ] (Set]

Alert Message

Disable
Alert Snapshot | Clear |
DayNight Setting
(Cay] [aght
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+Z00M IN

Click the right button of your mouse and select +ZOOM IN to enlarge the image. The

navigation screen indicates the part of the image being magnified.

8 Levels of zoom in/out are supported.

“ NETWORK CAMERA
Q Language Video Format View Size Streaming
tghash  w Hit4 (Main Stream) w X v TP v

Original Size
Full Screen

il B Jiter Time »

] |

I‘ Ih"l!lll Snapshot

’mm‘lUDD

"“I ....r J

Record faor

Live View] setting

o
- .50 ®
A
G o4
v
PTZ Device 1
Speed
Zoom 1« (1o [ow)
Focus 1 v [Near ] [Far
Aux : « [On) [off
Preset Lo
Gol (Set.
Tour

Stan | (stp | (Set]

Aleu Message

Disable
Alert Snopshot [ Cleac
DayNight Setting
Oy (Roght] |

“ NETWORK CAMERA
& Language Video Format View Size Streaming
Enghah (4 (Main Stream) x TP

s 2B H

|ﬂﬂm"

= %I e

Live View| setting

Brightness = Alert
- .50 L
B
G >4
)
PTZ Devi '
Spead
Zoom 1 » [in) 0w
Focu 1 » [Near] [Far
Au; : « [On) [of
Presel 1 Lov
Gol (Set.
Tour

Alert Message

Disable
Alert Snopshot | Cleac
DayNight Setting
Day) [Taght
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-Z00M OUT

Click the right button of your mouse and select +ZOOM out to reduce the image.

8 Levels of zoom in/out are supported.

[ J—

NETWORK CAMERA

Video Format View Size Streaming
Enghah - Hi4 (Main Stream) « % ow L
|

-*..

T
lumu

Full Screen
Jitter Time. [
Record |
Snapshot

Fersion 1,0,0,0

NETWORK CAMERA

Video Format View Size Streaming
Enghah G4 (Main Stream i WP

)

Fﬂgim il e
lnhl"!llluum::f" '

SRRy

nmnnlllllllkl“t

Live View| setting

1
“
g
=
@

Q>

v
PTZ Devi
Spead
Zoom 3w In 0w
Focu 1 » [Mear] [Fac
Au: 1« [On) [Off
Prese 1 Lov

Go| [Set.

Tour T

Alert Message

Disable
Alert Snapshot [ Cleac
DayNight Setting
(Day] [Nght

Live View| Setting

Alert
- .50 L

B

(® 2

)
PTZ Devi f
Speed
Zoom i« [in] (0w
Focu 1 » [Meac] [Fac
Au: : « [On] [of
Presel 1 L. v

Go) [set

Tour

Alert Message

Disable
Alert Snapshot | Cleac
DayNight Setting
Ouy) (Roght

NOTE :

You can also Zoom In/Out the image by press the scroll wheel button of your mouse.
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Original Size

No matter what the multiple of digital zoom is, you can reset the image size by click the
right button of your mouse and select Original Size.

+ZOOM IN
QOM.O

Jitter Time *
Record
Snapshot

Version 1,0, 0,0

Full Screen

Click the right button of your mouse and select Full Screen to change the screen to full
screen mode and release it by click the button again. You can also release it by click the
“ESC” button on the keyboard.

“ NETWORK CAMERA Live View| setting
N Language Video Format View Size Streaming [re— Alert
! s v (364 (Main Stream — —— @
- ==
\ T
x i N v.
' w Y
, { o5
O 4 N2y A
‘ +ZOOM IN o
N -z00MOUT G 2N
v
i =N PTZ Device 1
"y Speed @
Zoom 1 « [in) (0w
Snapshot Focus 1w [Bear | [Far
Aux 1 « [0n) [oH
Version 1,0,0,0 R
III ML Go) (et
To -
Il" | s ) 6
I||II|. Alert Message
Disable
Alert Snapshot [Cleac
= - DayNight Setting
o om o+ e

NOTE :
You can also use the other shortcuts function when it is enable.
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Jitter Time
Click the right button of your mouse and select Jitter Time to set up the buffer time to
make audio sync which can help the video and audio smoother.
It is not a standard settings but according to your bandwidth to adjust the buffer time.
7 kinds of parameters are supported as below: N/A, 150ms, 300ms, 500ms, 1s, 3s and 5s.
The delay time will appear probably in the image if the jitter time is highest.
150ms is the default parameter.

“ NETWORK CAMERA Live View| setting
S Language Video Format s . . =

View Size Streaming 00 [Mightrem

rrrrr - HaG4 (Main Stream) « X w WP

B
LR e, o>

‘ Original Size 2=

e 2
: b ‘m‘ s i PTZDevice 1 ~
. ... ? -
l i l | n ““il‘hl Recond oo 00 )
“‘I lll'lll]l'. Snapshot "o(u g;::s E
————— ux
To

|

&

Version 1, 0,0, 0 100 ms
150 ms
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Record

Click the right button of your mouse and select Record to start to record the image and
the file will saved at the default path. Stop the recording by click the button again.

You can also start /stop recording by press @ and @ u on the shortcut bar.

The record icon of Shortcut Bar will change the status and the Live View image will display
with the red square signal in the left corner when it is recording.

“ NETWORK CAMERA Live View] setting
[ s " ot View Stre Stranaing Brightnass Alert
Enghah 2 — X .
X +200M IN S ®
- ZOOM OUT
: A T’ r
‘ ‘ Original Size f
0 hy L, '} Full Screen | a
Y &
o Jitter Time G
»)
) 1| Record
£ v
Snapshot °
1= Version 1,0, 0,0 PTZDevice t
liﬁ‘uh“ Speed 7
M
l' Zoom 3« |In Ou
I”i.lll!llll|l.l”. Focus 3 (oo ) [Fac
.' Au: : « [On) [off
Y Preset Lov
lll R Goj (Set
Tour 1 -
Illl | Stant (st | (set]
|IIIII‘Ihhh Alert Message
Disable
Alert Snapshot [ Clear
= .- DayNight Sctting
® oW ® B
—
“ NETWORK CAMERA Live View] setting
b Language Video Format View Size Streaming Brightness = Alert
e e e e — TR — (=]
+ZOOM IN G
1 ~  -ZOOMOUT [
W o
N riginal Size L A
‘ Full Screen G »)
Jitter Time
| v
PTZ Devi
Speed
Zoom 3 In| | Out
Focu 3 w |Near | |Far
Au 3 On |Of
¥ i L. v
Go (et
Tour

Alert Message

Disable
Alert Snapshot [ Cleac
DayNight Setting
Oay) [Noght
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Snapshot

Click the right button of your mouse and select Snapshot to Snapshot the image and the
file will save at the default path.

You can also take snapshot by press _ @) on the shortcut bar.

“ NETWORK CAMERA Live View| setting
i e Vigeo Fovive View size Streaming e r—— Alert
e e s - o == pes

i TR ) +zZooMm |
‘ S~ |~ -zooMoUT
w0 M\ -’}" Original Size A
‘ \ \‘/L  FullScreen G »)

Jitter Time *

. ERERE ] v
Record -
- 1= h PTZDevice 1t «

e~ 1T : =
I ‘ i"ill “linl‘] Version 1,0, 0,0 S + - [al[oa
i l'llllu..”

»

411 o) (Set
Tour -
| s
| ! Ban i Sxop ] (Set)
II|IIIl|i | Alert Message
Disable

Alert Snapshot [ Cleac
DayNight Setting
Day) [Night

0% \

Version

Show the ActiveX Control version by click the right button of your mouse and you will see
the version on the bottom.

a NETWORK CAMERA Live View| Setting
& Language Video Forma t View Size Streaming Sightnems __ + Abert
trghah - 364 (Main Stream) = x v P v — s0 9o

i ST zooMm N7+,
I (,;/"q\' - ZOOM OUT 9 0{
‘g O Original Size - A

! .  FullScreen

‘ ‘ Jitter Time >

v
| Record -
. l_;“;“; [ P'lﬂ:vmu i
— r mi . Spea &
l ‘ l"ill oW 22a e
u :
- ! ¥ 1 i -
o [Set
4] Tour

stan [Stop | (set]

Alert Message

Disable

Alert Snapshot | Cleac

. " @ i . - DayNight Setting
- 20 ) (e

NOTE :
The version will depend on the actual product spec of shipment.
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Network Camera

Shortcut Bar
Enable/Disable the application function from Shortcut Bar.

Record

Snapshoot Buzzer
I?ath I I\I/Iicrophon

0 oim @ %
]

Shortcut Bar Message

Microphone
Click the thumbnail of the Microphone on the shortcut bar to enable/disable it (one-way
audio).
QHS — — NETWORK CAMERA S : ‘i
e o ) L
I||||||| 0y = ma |
|||||||||“ ............

¢ Transmit the voice into the Bullet Network Camera by using the PC’s microphone.

L& s &- R ,f;nm
h v
IP Camera

Buzzer
Click the thumbnail of the Buzzer on the shortcut bar to enable/disable it (one-way audio).

& 38 ‘f‘mﬂ M:Jt{:{f.:‘ — m|‘(-'_C“: MERA :I_::mu w:“ . Live View! N;I "
| ‘ | |

W—— 25 | -
‘.—" ’ e = = el \ Ly
i |

DET @ -

e |t can receive the voice of the microphone from the Tube Network Camera.

& “

\IIG!I
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® Enable the Microphone and Buzzer at the same time to achieve the two-way audio

application if you like it.

IP Camera
NOTE :

Adjust the parameter of the audio according to the Audio Setting.
It will hide the Audio icon from the Live View if the Audio Function is disabled.

@ o

Path

Click the thumbnail of the Path Setting on the
path.

\../ +.n:a ||~ l.;@i

shortcut bar to change the saving folder

Please see the detail setting as below: Path, Filename Prefix and Recording Limit

/& User Setting - Windows Internet Explorer

=lE =

| €| hitp://192.168 2 210/SETTING_RECPATH.asp

hd |

Path Setting

Path C:\Wideo

Filename Prefix REC_

Record File Size 50

-

Path C:\Snapshot

Filename Prefix Snapshot_

Snapshot Path Setting

-

Prefix_20091030-182229 avi

MB («<2048)

Prefic_20081030-182225 jpg

#100% ~

NOTE :

Due to the path setting will saved the modification into ActiveX Control and the *.ini file.
No matter what the type of the IP Camera is changing, the path will follow the same folder
to save it.
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1. Path

To assign a folder for saved the Record and Snapshot, and the file would be saving to
the default folder. You can also change the other folder to save the files as you want.

Function Default Path |
Record C:\Video
Snapshot C:\Snapshot

2. Filename Prefix
To set up a prefix of the filename which you are recorded or snapshotted, and it will
follow up the format to save it.
Please see the detail information as below:

Type Prefix ' Fixed Format
Record Rec YY/MM/DD-HH:MM:SS.avi
Snapshot Snapshot YY/MM/DD-HH:MM:SS.jpg

3. Record Limit
The Record Path Setting supported only and it has limit of file size.
The Bullet Network Camera will create the fixed recording file according to this setting.

It provides two kinds of setting for record file size as below:
Record File Size
Record Duration.

/€ User Setting - Windows Internet Explorer =0 =RE><=
‘g http://192.168.2.210/SETTING_RECPATH.asp v ‘
Path Setting
Path C:\Video
Filename Prefix REC_ Prefix_20091030-182229.avi
Record File Size v 50 MB (<2048)

Record Duration

Path C:\Snapshot

Filename Prefix Snapshot_  Prefix_20091030-182229.jpg

@ ®100% ~

Record File Size
Record File Size * 50 MB (<=2048)
50 MB is the default size of the record file and the limit is 2048MB.

Record Duration

Record Duration + 50 Seconds
50 Seconds is the default duration of the record file and the limit is 99999 Seconds.
The default duration is the 50 Seconds, and the limit is the 99999 Seconds.

NOTE :
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No matter what the type is, the value will keep the same figure.

Snapshot

Snapshot the Live View image

Click the thumbnail of the Snapshot on the shortcut bar to Snapshot the image in Live View
and the file will save at the default path.

The icon of the Snapshot will flash the status when Snapshot.
&3 e _WW'"ETW"Tﬁf”E’”‘ . ——

»"%ﬁnﬁn ey |
|.Ii||""|lllll:|.::";

Record

Record the streaming image.

Click the thumbnail of the Record on the shortcut bar to record the image in Live View and
the file will save at the default path.

The icon of the Record will display with red square signal in the bottom of the left corner
when record.

The Record can detect the status of web browser and it will keep the recording image file
completely when the Network disconnection suddenly.

&3

- @ = ]
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Shortcut Bar Message

Display the information of record or Snapshot in the Shortcut Bar Message.
All of the status for Shortcut Bar Message, please see the illustration as below:

® o @

lRecmd file path: [C:A\Vid eo]: Snapshot file path: [C:\Snapshot]

e L ogin Record file path: [C:\Video]; Snapshot file path: [C:\Snapshot]
® oW @

IS:S’('&:’:':V‘;:: C:\Video\REC__3%Y%m3%d-%HHM%S,

¢ Record Start recording to : C:\Video\REC_ %Y %m%d-%H%M%S.avi
Recording to C:\Video\REC_ %Y %m%d-%H%M%S.avi is stopped
Fail to record: C:\Video\REC _%Y%m%d-%H%M%S.avi

® oW ®

IS"SCE":Z C:\Snapshot\Snapshot__20031102-181824-282 jpg has been saved

® Snapshot  Snapshot: C:\Snapshot\Snapshot_ 20091102-181620-804.jpg has been saved.
Fail to snapshot in path C:\Snapshot

NOTE :
The setting of the path and filename will follow the Path Setting.
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Setting User Preferences

The Setting menu let you change the following settings:
Basic Setting System
Video/Image
Audio
PTZ
User
Network
Date/Time
IP Filtering
Storage
Application Setting Event Setting
Recording List
IVA Detection
Motion Detection
Object Missing / Tamper Detection
Privacy Mask
Firmware Upgrade
Factory Default
Reboot

* After each setting, click Save to save and apply them.

& 38 NETWORK CAMERA Live View| Setting

Basic Setting System Setting
System System Info
System Device Name NETWORK CAMERA Set
MAC Address 32:5D:32:A0:23:32
System Log
IP Address 192.168.20.204
Video / Image
e Network Mask 255.255.255.0
Audio Gateway 192.168.20.1
P1Z Model NETWORK CAMERA
tear Hardware Version 00
Firmware Version V0.99_STD-1
Network ;i : .
Firmware Build Time Aug 14 2012 14:53:56
Date / Time z
Current Viewers 1
IP Filtering System Log
Storage 2012 Aug 29 17:31:28 : System boot up. ;

2012 Aug 29 17:31:28 : Streamer listening on port 554
7 2012 Aug 29 17:31:28 : RTP port range is 50000-59999
Event Settin 2012 Aug 29 17:31:30 : [192.168.20.91] authorization failed to start streaming
Recording List 2012 Aug 29 17:31:30 : [192.168.20.157] authorization failed to start streaming
2012 Aug 29 17:31:30 : [192.168.20.157] root starts live view
IVA Detection 2012 Aug 29 17:31:30 : [192.168.20.91] root starts live view
R < 2012 Aug 29 17:31:33 : [192.168.20.127] authorization failed to start streaming
Motion Detection
2012 Aug 29 17:31:33 : [192.168.20.127] root starts live view
i i i 2 a
—';“b et Missing/ 2012 Zug 29 17:31:33 : [192.168.20.127] root starts live view
amper Detection % %
3 2012 Aug 29 17:31:33 : [192.168.20.127] root starts live view
Privacy Mask 2012 Bug 29 17:31:34 : [192.168.20.91] authorization failed to start streaming
Firmware Upgrade 2012 Aug 29 17:31:34 : [192.168.20.91] root starts live view
2012 Aug 29 17:31:34 : [192.168.20.91] root starts live view
Factory Default 2012 RAug 29 17:31:34 : [192.168.20.91] root starts live view -

Reboot

Application Setting
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Basic Setting

The Basic Setting menu lets you view the Basic Setting for the Bullet Network Camera and

change the following setting:
System System
System Log

Video Image Video

ROI (Region of interest)

R

Sensor
Audio
PTZ
User
Network

Network Setting

Stream Setting

PPPoE
DDNS
UPnP
SMTP
SAMBA
Notification
Multicast

Date/Time

IP Filtering

Storage

System
System Setting

Device Name: Give the name of your camera here. Complete the setting by Click Set.
MAC Address, IP Address, Network Mask, and Gateway: Network information

Model: Display the product model name.
Hardware Version, Firmware Version and Firmware Build time: Firmware information.
Current Viewers: The number of viewers who are currently accessing the video stream.

&3

Basic Setting
System
System

Vi
Aud

]

T.

o IN
] &

‘:‘
i

Network

:

ate / Time
IP Filtering

Storage
Application Setting
Event Setting

System Setting
System Info

Device Name

MAC Address

IP Address
Network Mask
Gateway

Model

Hardware Version
Firmware Version
Firmware Build Time
Current Viewers
System Log

2012 Aug 29 17:31:28 :
2012 Aug 29 17:31:28 :
2012 Aug 29 17:31:28 :
2012 Aug 29 17:31:30 :
2012 Aug 29 17:31:30 :
2012 Aug 29 17:31:30 :
2012 Aug 29 17:31:30 :
2012 Aug 29 17:31:33 :
2012 Aug 29 17:31:33 :
2012 Aug 29 17:31:33 :
2012 Aug 29 17:31:33 :
2012 Aug 29 17:31:34 :
el 2012 Aug 29 17:31:34 :
2012 Aug 29 17:31:34 :
2012 Aug 29 17:31:34 :

NETWORK CAMERA Live View| Setting

NETWORK CAMERA l
32:5D:32:A0:23:32
192.168.20.204

W

255.255.255.0
192.168.20.1

V0.99_STD-1
Aug 14 2012 14:53:56
1

System boot up.

ng on port 554
50000-52999
[192.168.20.91] auth
[192.168.20.157] aut!
[192.168.20.157] root starts live view

[192.168.20.91] root starts live view

[192.168.20.127] authorization failed to start streaming
[192.168.20.127] root starts live view

[192.168.20.127] root starts live view

[192.168.20.127] root starts live view

[192.168.20.91] authorization failed to start streaming
[192.168.20.91] root starts live view

[192.168.20.91] root starts live view

[192.168.20.91] root starts live view

zation failed to start streaming
ization failed to start streaming

-39 -




Network Camera User Manual

System Log

The Bullet Network Camera allows administrator to view all of the login information,
including boot record, video streaming mode, login IP, changes, and the date/time
information. You can save the entries to a Word document by manual.

Notice all of the information is deleted when you turn off the Bullet Network Camera.

;s 38 NETWORK CAMERA Live View| Setting
Basic Setting System LOg
System System Log
System Max Size 100000
SR Critical Log Display
System Log Warning Log & Display
Video / Image Information Log [V| Display
Audio Syslogd Service
Sysload Service || start
£z Syslogd Server I I
User Syslogd Port 514
Network
Date / Time Fill in the IP address of
Ie Filtering Syslogd Service.
Storage
Application Setting
Event Setting
Recording List
IVA Detection
Motion Detection
Object Missing/
Tamper Detection
Privacy Mask
Firmware Upgrade
Factory Default
Reboot
e System Log
Max Size: Set the Number allowed for the log file, 100000 is the default.
Critical Log: Click Display to show the most important log file.
Warning Log: Click Display to show the warning log file.
Information Log: Click Display to show the information log file.

e Syslog Service
Syslogd Service: Click Start to send the log file to server.
Server: Fill in the IP address that the Syslogd Service is.
Port: Set the port number.
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Video/Image
Video

¢ Video Setting

Sensor Mode: Set the mode of the sensor as below:
5M: QSXGA (2560x1920) and Full HD Mode (1920x1080).
3M: QXGA (2048x1536) and Full HD (1920x1080).
2M: UXGA (1600x1200) and WXGA (1280x720).

D1:

o H264
Resolution:

Frame Rate (FPS):

Quality:

GOP:

e H264 (Sub)
Resolution:

Frame Rate (FPS):

Quality:

GOP:

PAL (704x576) and NTSC (704x480).

Set the resolution of the image as below:
5M: Full HD (1920x1080), 1280x720, 720x400 and 360x192.
3M: Full HD (1920x1080), 1280x720, 720x400 and 360x192.
2M: WXGA (1280x720), 640x352 and 320x176.
D1: D1 704x576/704x480 (PAL/NTSC)
CIF 352x288/352x240 (PAL/NTSC).
Set the frame rate from:
2M/5M: 1, 3, 5, 10, 15, 20, 25 and 30.
3M: 1, 3,5, 10, 15, 20, 22, 25 and 30.
D1: 1, 3,5, 10, 15, 20 and 25.
It provides two kinds of the quality as below:
Bitrate:3M/5M: 128, 256, 384, 512, 640, 768, 1024, 1280, 1536,
2048, 2560, 3072, 4096, 6144 and 8192.
2M: 128, 256, 384, 512, 640, 768, 1024, 1280, 1536,
2048, 2560 and 3072.

D1: 64, 128, 256, 384, 512, 640, 768, 1024 and 1280.
Fix Quality: Best, Better, Normal, Fast and Fastest.
Set the frames for GOP from 1, 5, 10, 15, 30, 60, 120 and 150.

Set the resolution of the image as below:
3M/5M: 720x400, 360x192 and 192x112.
2M: 640x352, 320x176 and 192x112.
D1: D1 704x576/704x480 (PAL/NTSC)
CIF 352x288/352x240 (PAL/NTSC)
QCIF 176x144/176x112 (PAL/NTSC)
Set the frame rate from 1, 3, 5, 10, 15, 20, 25 and 30.(2M/5M)
1, 3,5, 10, 15, 20, 22, 25 and 30. (3M)
It provides two kinds of the quality as below:
Bitrate: 3M/5M: 128, 256, 384, 512, 640, 768, 1024, 1280, 1536,
2048, 2560, 3072 and 4096.
2M: 128, 256, 384, 512, 640, 768, 1024, 1280, 1536,
2048, 2560 and 3072.
D1: 256, 384, 512, 640, 768, 1024, 1280, 1536, 2048,
2560, 3072 and 4096.
Fix Quality: Best, Better, Normal, Fast and Fastest.
Set the frames for GOP from 1, 5, 10, 15, 30, 60, 120 and 150.
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¢ Motion JPG
Resolution: Set the resolution of the image as below:
3M/5M: Full HD (1920x1080), 1280x720, 720x400 and 360x192.
2M: WXGA(1280x720), 640x352 and 320x176.
D1: D1 704x576/704x480 (PAL/NTSC)
CIF 352x288/352x240 (PAL/NTSC)
Frame Rate (FPS): Set the frame rate from 1, 3, 5, 10 and 15.
Quality: Bitrate:  3M/5M: 256, 384, 512, 640, 768, 1024, 1280, 1536, 2048,
2560, 3072, 4096, 6144 and 8192.
2M: 256, 384, 512, 640, 768, 1024, 1280, 1536, 2048,
2560 and 3072.
D1: 256, 384, 512, 640, 768, 1024, 1280, 1536, 2048,
2560, 3072 and 4096.
NOTE :

The setting value will be different depending on the model.
(2Megapixel / 3Megapixel /5Megapixel)

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Video / Image Setting
Svstem Video Setting
Video / Image  Sensor Mode () QSXGA Mode (2560x1920) @ FullHD Mode (1920x1080)

Video H264

ROI Resolution Full HD(1920%x1080) ¥

Rotation / OSD FrameRate(FPS) 310 v framgs

% @ Bi 3072 v

Sensor Quality = Bftrate 2

() Fix Quality | 2==t
Audio GOP 15 v frames
etz H264 (Sub)
User Resolution 1280x720 ¥
Network FrameRate(FPS) 1}3 v frames
. @ Bitrate 512 ~
Date / Ti Quality = ;

i 'me () Fix Quality | ===
IP Filtering GOP 15 v frames
Storage Motion JPG

Application Setting Resolution Full HD(1920x1080) ¥
Event Setting FrameRate(FPS) 3 v frames
S Fre Quality Bitrate 1536 ¥
IVA Detection
Motion Detection
Object Missing/

Tamper Detection
Privacy Mask

Firmware Upgrade
Factory Default
Reboot
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ROI (Region of interest)

Multi-streaming with H.264 and M-JPEG compression with 4 ROl (Region of interest)

allows high quality / high resolution recording and low bandwidth live view at the same
time.

® Area: Set the Frame rate(FPS) and quality of the image and the GOP of the frames.

&38 NETWORK CAMERA Live View| Setting

Basic Setting

System ROl
Video / Image :
= FrameRate(FPS) 15 v frames

)2/2 © Bitrate 1024 v
1/ Quality (G

Fix Quality Better v
GOP 15 v frames

FrameRate(FPS) 15 v frames

i = ---a - N © Bitrate 1024 v
liTs " ll ‘“I‘“ I‘l‘ﬁﬂ . Quality ®

Network ‘ ‘h | ]'I. 1] 1T 3 Fix Quality Bettsr ~
Date / Time 5 lh’ GOP 15 v frames
IP Filtering -

FrameRate(FPS) 15 v frames
Storage n -

Application Setting : 0 Bitrate 1024 v
Event Setting fRuaity = s O
X Qual ler Vv

Recording List Gop 15 v| frames
IVA Detection

Motion Detection FrameRate(FPS) 20 v frames
Obiject Missing/ © Bitrate 1024 ¥
Tamper Detection P =
3 Quality ©
Privacy Mask % 2
Fix Quality etter v
Eirmware Upgrade GOP 30 v frames

Eactory Default

Reboot

NOTE :
This function is available only for 5Megapixel.
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Rotate / OSD

® Rotate

Camera Position:
180.

Set the position of the camera from Default, Flip, Mirror and Rotate

&3

Basic Setting
System
Video / Image

Video

ROI
Rotation / OSD
Sensor

Audio

Date / Time
1P Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NETWORK CAMERA

Rotate
Rotate
Camera Position

Overlay Setting
Overlay

Display Mode
Foreground Color
Background Color
Display Text
DateTime Position
Text Position

Alpha Blending

Default -

[ pate [[]Time: [ Text

#FFrFFF [

zo00000 [l

IPCAM

Xi 0 (0-704) Y: 0
X: 0 (0-704) Y: 37
0 v

(0-576)
(0-576)

Live View| Setting
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e Overlay Setting

Language: Set the language for the overlay.

Display mode: Set the display mode from Date, Time and Txt or not.

Foreground color:  Selects the foreground color for Date, Time and Text to display.
Click the color block in order to show the palette. Move the arrow
point and click on the color what you like.

Background color:  Selects the background color for Date, Time and Text to display.
Click the color block in order to show the palette. Move the arrow
point and click on the color what you like.

Display text: Fill in the text what you want to show on the screen, e.g. Lobby IP
Cam.

Date/time position: Set the value of the X/Y-axis for the location that the Date/Time will
show on the screen. (Anyone on the four corners is available.)

Text position: Set the value of the X/Y-axis for the location that the text will show
on the screen. (Anyone on the four corners is available.)

Alpha Blending: Set the Alpha Blending for the transparency of the overlay from
0%, 50% and 90%.

&38 NETWORK CAMERA Live View| Setting

Basic Setting Rotate
System Rotate
Video / Image Camera Position ) Default N
Overlay Setting
Video Overlay
ROI Display Mode [ pate [[]Time: [[]Text
£
Rotation / OSD Foreground Color FFFFFF
ey Background Color #000000 §
Di
gt |spla}' Text N
DateTime Position
Pl Text Position
User Alpha Blending

Network
Date / Time

1P Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot
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Sensor

NOTE :

User Manual

&3

Basic Setting
System

Video / Image
Video

ROI

Rotation / OSD
Sensor

Audio

P1Z

User

Network

Date / Time

1P Filtering
Storage

Application Setting

Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default
Reboot

NETWORK CAMERA

Sensor Setting
DayNight Setting

Mode

Switching Delay
AE Setting

WDR

Mode

AGC

3D Noise Reduction
Flicker Control

Live View| Setting

Auto v | Status | b=
[7] ICR Protection

10 v Seconds
[”] Enable

Auto Exposu_re v

Mid a6

Mid Y

off -

llu“%‘w '
lll]l. |”

-

mnmlllllllllm

&3

Basic Setting
System

Video / Image

Video

roc / Overlay
Sensor

Audio

User

Network

Date / Time

IP Filtering

Storage
Application Setting

Event Setting

Recording List

IVA Detection

Motion Detection

Object Missin
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default
Reboot

Sensor Setting
PIR & LED Setting

Mode

Switching Delay

AE Setting

Backlight Compensation
Slow Shutter

AGC

Flicker Control

NETWORK CAMERA

Live View| Setting

Manual - Off v
3 ~ | Seconds
[] Enable
Off -
Mid v
off v

Save Reset

PIR & LED is only applicable for the model which supports it.
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¢ Day/Night Setting:

External.
You can also select ICR Protection in Auto mode.

&33 NETWROK CAMERA
Basic Setting
Syslem

Sensor Setting
DayNight Setting

Video / Image  Mode @ o

Mode
Switching Delay 10
AE Setting

Sensor AGC

Ficker Control off

DAY

¢ Switching Delay:

¢ Sensitivity Level:
¢ AE Setting

View| Setting

&3

Basic Setting

Svstem

Vidao / Image

Set the mode for the Day and Night from Auto, Manual and

NETWROK CAMERA Live Yiew | Setting

Sensor Setting
Setting

..... ] ~ Status CEUE +

Mode
ICR Protection

Switching Delay 10 v Seconds
AE Setting
WOR Enable
AGC e
Flickar Control o

7

~—

.niii"'lllln':'n'ﬂ‘;“" ‘

uululllllllllim ,

NIGHT

I

Set the time for switching delay from 0~15 Seconds.

Set the level for sensitivity level from Low, Mid and High.
Click Enable to set the backlight for the image and set the Slow

Shutter, AGC and Flicker Control.

&%

Basic Setting
System

Video / Image
Rotation / OSD
Sensor

Audio

PTZ

User

Network

Date / Time

IP Filtering

Storage

Application Setting

Event Setting

Recording List

Motion Detection

Object Missing/

Tamper Detection

Privacy Mask

Firmware Upgrade

Factory Default

Reboot

¢ PIR & LED Setting

Sensor Setting
DayNight Setting

Mode
Switching Delay
AE Setting
WDR

AGC

Flicker Control

-
\

NETWROK CAMERA

Live View| Setting

Auto v Status | D=
[7] ICR Protection

10 v Seconds
["] Enable

Mid ».

off -

1]

N—" N \} .\“’;,«) L/ ) //
NE A
e

kE

13
|||||"|III|||i;M

Set the mode for the Day and Night from Auto and Manual.
You can also select off or on in Manual mode.
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Audio
Audio

Set the Audio mode from Full-Duplex, Half Duplex, Simplex-Speaker Only,
Simplex-Microphone Only and Audio Off.

Full duplex: Microphone and Amplifier using allowed of at the same time, or turning
them off.

Half duplex: Microphone or Amplifier using allowed of by manual switch.

Simplex microphone only: Microphone use only is allowed.

Simplex amplifier only: Speaker use only is allowed.

Audio off: Turn the audio off; i.e. both of the microphone and speaker will be off.

Audio in
Codec: Select the type of Codec for audio encryption from G726/32, G711a, G711u and
AMR.
Gain: Set the Gain from 0, 25, 50, 75 and 100.

Audio out

Codec: Select the type of Codec for audio decryption from G726/32, G711a and G711u.
Gain:  Set the Gain from 0, 25, 50, 75 and 100.

Code Compression Bitrates (Kbit/s) Note
G711a 64 PCM (For American System)
G711u 64 PCM (For European System)
G726/32K 32 ADPCM
AMR 4.75

A3S NETWORK CAMERA e Vi | Stting

Basic Setting Device Audio Setting

System Audio

Video Tmags Mode Half-Duplex v

LT Audio In

P1Z Codec G726/32 ¥

e Gain 50 v

s Audio Out

Network Codec G726/32 ¥

Date / Time Gain 100 v

IP Filtering Reset

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot
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PTZ
PTZ Camera Port Setting

Camera Driver: The Bullet Network Camera supports the PTZ control of those analog
PTZ cameras use the drivers of Pelco-D, Pelco-P. Refer to the user
manual of your PTZ cameras, and you will know which driver to select.
Moreover, select the serial number (address) of the targeted PTZ
camera for controlled setting. If the selection is none, please upload
the PTZ driver first.

PTZ Driver Manager
In the Camera Driver column, list all the drivers that are installed in the video server.
Select Delete to eliminate any selected driver.

PTZ Driver Upload
Upload the PTZ drivers from www.3Svision.com for more camera drivers which are
supported.

Serial Port Setting

Port: COMO
Port Mode: RS485
Baud rate: Select the measure of the symbol rate from 2400, 4800 and 9600.
Data bits: Select the number of bits used to represent one character of data from
7 and 8.
Stop bits: Select the bit used in asynchronous communications to indicate the
end of a piece of data from 1 and 2.
Parity: Select the parity from None, Even and Odd.
&38 NETWORK CAMERA Live View| Setting
Basic Setting PTZ Configuration
System PTZ Camera Port Setting
Video / Image Camera Driver 1 : Pelco-D ¥ Address : 0
. Camera Driver 2 : Pelco-D ¥ Address : 0
Audio PTZ Driver Manager
PTZ Camera Driver : Pelco-D ¥
s PTZ Driver Upload
Network Serial Port Setting
= Port COMO ¥
Date / Time Port Mode RS485 ¥
1P Filtering Baud rate 3600 ¥
Storage Data bits 81y
Application Setting ita?-;ybits ;a; -

Event Setting

save

Recording List

IVA Detection

Motion Detection

Tamper Detection
Privacy Mask

Firmware Upgrade

Factory Default

Reboot

NOTE :
The function of PTZ is only applicable for the model which supports it.
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User List

Use this menu to set the following setting:
Add: Add a new user and to define a different privilege.
Update: Change the privilege or password of a user.
User name changed is not allowed.
Delete: Delete a user here.

49“38 NETWORK CAMERA Live View| Setting

Basic Setting User Setting
System User List
o lroot / _Super user |
Video Flisne root / Super user
Audio
PIZ
User dg|[gupdate
Network S dng " o
g login () Enable @ Disable
Date / Time 1 = -
Maximum ninber of simultaneous viewers 10
Storage

Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

i

s 1
@ User Setting - Windows Internet Explorer (= G

| ) http://192.168.1.20/SETTING_USERLasp -
User Setting I
User Setting
User Name Fill in the username,
Password paSSWOFd and
Confirm Password = privilege as required.

Privilege Super user
() Administrator
(") Operator

1
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User Setting

¢ Anonymous login: Click Enable to allow anyone user to login.
For the special demand, login to the browse without username
and password is allowed.
The selection of Disable is recommended for the security.

e Maximum number of simultaneous viewers
Depending on the bandwidth and requirements, a limit up to 20 viewers who are
allowed to view the camera simultaneously can be defined.

\A 38 NETWORK CAMERA Live View| Setting

Basic Setting User Setting

System
The root can be not deleted but can be updated.

Video / Image
Audio
PTZ

User

Network User Setting
anonymous login ) Enable @ Disable
Date / Time

Maximum number of simultaneous viewers T
1P Filtering
Storage
Application Setting

Event Sefting Activate the anonymous view and
HETUR et camera rotation functions; define
IVA Detection the number of viewers who are
tiotion D=teclion allowed for on-line review

Object Missing/ .
Tamper Detection SImU|tan60US|y

Privacy Mask

Firmware Upgrade
Factory Defauit

Reboot

A Attention: The default user name and password have been set as “root”.
The root user cannot be deleted but can be changed. For the safety consideration, it is
recommended to change the root’s password when the first time login. You can press the
reset bottom to reset to factory default.
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User

The Bullet Network Camera provides the administrator to set the privileges for
administrator, operator and viewer that ensure the security and control of the camera.

According to the requirements of the users, administrator owns the authority to define the
privilege for each user.

The privileges of the administrator, operator, and viewer are listed as below:

User Administrator Operator Viewer
Live View
Live View | | v | v | v
Setting
Basic Setting
System \% v
Video / Image v v
Audio v v
PTZ Y %
User root
Network v
Date / Time v
IP Filtering v
Application Setting
Event
Motion Detection
Privacy Mask
Firmware Upgrade root
Factory Default v
Reboot v
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Network
Network Setting
¢ IP Assignment

DHCP

DHCP (Dynamic Host Configuration Protocol) is a protocol that enables automatic
assignment of TCP/IP information to the client. Each DHCP client connects to the
DHCP server to access its network setting information, including IP address, gateway,
and DNS server.

The IP address of the camera is 192.168.0.20 by default when DHCP is "OFF". When
you select "DHCP ON" and access the DHCP network environment, the camera will
automatically send a DHCP packet to request an IP address. This IP address is
assigned automatically from the DHCP server on the network. No additional settings
are required for this page unless you need to change the network configuration. The
DHCP status of the camera is "OFF" by default.

Other settings:

For IP address, Subnet mask, Default gateway, DNS 1, and DNS 2, the DHCP server
will assign these values automatically when DHCP is in "ON" status; otherwise, you
need to key in the values manually.

\,“ 38 NETWORK CAMERA Live View| Setting
Basic Sefting Network Setting

System IP Assignment
Video / Image DHCP - On © off

1P Address 192.168.20.204
Audio

Subnet Mask 255.255.255.0
£z Default Gateway 192.168.20.1
User DNS 1 168.95.1.1
Network DNS 2

MAC Address 5 2

Network

IP Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

NOTE :
The system will be set the Link-Local Address by automatically when there is no any IP
address is assigned from the DHCP server.
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Services

It can become the small FTP server to download the AVI or JPEG file from SAMBA or
SD Card. The default status is enabling the function. Due to the function only provide
the SAMBA and SD Card applications, not release to all FTP setting for user.

ae

[ ] %:“ ‘

G’Q‘“

= o

Server Video Server PC

The default account and password is ftp, and you can only modify the password by
yourself.

Q\“ 38 NETWORK CAMERA Live View| Setting

BasicSeiting Services Setting
System FTP Service

Video / Image Password oo (Default value:ftp)

Audio Confirm Password eoe

Network
Services
Streaming
PPPoE

UPnP

0]

MTP

AMBA

)

Notification

Multicast

Date / Time

IP Filtering
Storage

Application Setting

Event Setting
Recording List
IVA Detection

Motion Detection

Object Missin
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot
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Stream Setting

Set the video streaming port here. (HTTP and factory default are recommended)
e Streaming

HTTP: Port 80 can pass through most firewalls. Video streams are transmitted
through HTTP Port (80 by default) to ensure passage through firewalls.

RTSP: Port 554 uses a fixed port (i.e. TCP) or can be defined by users to ensure
reliable data transmission. Video streams are transmitted through RTSP Port
(554 by default) to avoid video fragment or mosaics due to poor transmission
quality.

RTP: Port 50000 to 60000 are UDP ports and can be defined by users. They provide
the fastest but also most unreliable transmission service. Video streams are
transmitted through UDP Port (50000~60000 by default) to ensure the fastest
image transmission. However, video fragment or mosaics may occur due to
poor transmission quality.

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Streaming Setting
System Streaming =
Video / Image HITP =
Audio R =
Audio RTP 50000 ~ 60000
User
Network

Network
Services
Streaming
UPnP
SMTP
Notification
Multicast
Date / Time

1P Filtering
Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NOTE :
Please refer to the chapter of Stream for further detailed description.
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PPPoE Setting (Dial-up Networking Setting)

Point-to-Point Protocol over Ethernet is a protocol that supports access to a high-speed
wideband network using a PC and a wideband modem (such as xDSL, Cable, Wireless
modem). The user need only to equip the PC with an Ethernet card and apply to an ISP
and an ADSL provider (such as Chunghwa Telecom) for ADSL service to roam the
Internet through ordinary twisted copper wires.

PPPoE setting must be executed in the LAN environment for your PC to connect to ADSL.
Follow the steps below to complete the setting:

1. Dial: You can select whether or not to dial when you boot the machine.
2. Use DHCP or fixed IP for connection to the LAN environment.

3. Key in the IP address of the camera and enter "PPPoE Setting" following the route
Setting = Basic Setting = Network=>» PPPoE.

4. Key in the xDSL "Username" and "Password" acquired from your ISP. Click Save to
confirm the setting.

5. Where the ADSL modem and the camera is connected via a switch-hub, you can
press “Reboot” or restart the machine manually to try PPPoE dialing when the setting
of the camera has been completed.

6. A different IP address is obtained after each dial-up network connection. You can get
the new IP address from Setting = Basic Settings = System. If you want to know the
new IP address anytime, you must enter Setting = Basic Settings =» Notification to
set some settings. There are three ways to get information: 1. SMTP 2. FTP 3. HTTP.
For details, refer to the Notification Setup Menu.

-
N

IP Camera

NOTE :

You can use the DDNS function to access the camera. Refer to the DDNS Setting for
more information

¢ PPPoE
Dial: You can select whether or not to dial when you boot the Camera.
(On boot or Off).
Username: Enter the username provided by your ISP.
Password: Enter the password.

® PPPoOE Information

IP Address: The IP address is acquired when the dialing has been executed
successfully.
Subnet Mask: The subnet mask information is acquired when the dialing has been

executed successfully.

Default Gateway: The gateway information is acquired when the dialing has been
executed successfully.

DNS: The ISP domain name is acquired when the dialing has been
executed successfully.
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Q3S NETWORK CAMERA Live View| Setting

Basic Seftian PPPOE Setting
System PPPoE
Video / Image Dial ) Onboot @ Off
1 Username
Audio
Password
P1Z
=
User PPPOE information
IP Address
Network
Subnet Mask
e Default Gateway
Services DNS
Streaming
PPPoE
DDNS
uenp
SMTP

Notification
Multicast
Date / Time
1P Filtering
Storage
Application Setting
Event Setting
Recording List
IVA Detection
Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot
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DDNS (Dynamic Domain Name Server)

The IP address (Ex. 210.168.0.22) is like a telephone number, while the website address
is like a name in an address book. The DDNS allows the user to access the website by
entering the name of the website without memorizing a bunch of cold numbers.

When you apply for an Internet service, you will have at least one IP address from your
ISP that is either fixed or dynamic. Most of the ADSL service providers will give you a
dynamic IP for ADSL environments, which means your IP address will constantly change
each time you connect to the Internet. As a result, users from WAN environments will
have much difficulty finding the correct IP address. The DDNS (Dynamic DNS service) is
created for exactly this kind of moment. By updating your WAN |IP address each time you
connect to the Internet, the DDNS helps you locate your website and access your website
easily. You can find a lot of free DDNS service providers on the Internet, such as
www.no-ip.com and www.DynDNS.org.

Some gateway-routers can directly communicate with DDNS. In this case, you may
directly enter your DDNS account on the setting page in the Internet router, and then the
router will update your WAN IP status whenever it is changed and report to the DDNS. If
your router does not support direct communication with the DDNS, you can download a
small application program on the DDNS service page to help you update your WAN IP.

e DDNS
Active: Enables/disables DDNS
DDNS Server: Currently we only support http://dyndns.org. This is a free domain name
server provided by DynDNS. You may log on this website for relevant
information and apply for free domain names.

Username: Your account for the domain name you applied for
Password: Your password for the domain name you applied for
Domain Name: The domain name you applied for.

&38 NETWORK CAMERA Live View| Setting

Basic Setting DDNS Setting

System DDNS

Active ©) Enable @ Disable

<

ideo / Image
DDNS Server © dyndns.org ©) 3322.org © oray.net

Username
prz Password

>

udio
z

&

ser Domain Name

Network
k

Application Setting
Event Settin
Recording List

IVA Detection
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UPnP (Universal Plug and Play)

If you connect your camera to a router, IP allocator, or wireless AP, your camera will
possibly be blocked by the NAT and can’t be located on the Internet. To penetrate the
firewall, activate the supportive item- UPnP. The Link URL shows the external IP address
and the port of the router. Enter the IP address in the Internet Explorer to penetrate the
NAT.

e UPnP Device
Active: yes (enable)/no (disable)
Device Name: the name of the UPnP device

e UPnP Traversal

Active: yes (enable)/no (disable)
Port Range: the range of the usable ports, from 32768 to 65535 as default
Link URL: After the network camera penetrates the firewall successfully, the

actual external IP address and port will be shown.

$3S NETWORK CAMERA Live View| Setting

B S0 UPNP Setting
System UPNP Device
Video / Image Active © Yes ) No
Audio Device Name NETWORK CAMERA
PIZ UPnP Traversal
Active © Yes © No
— Port Range 32768 ~ 65535
Network Link URL Not Ready
Network
Services
Streaming
DDNS
uPnpP
SMTP
Notification
Multicast
Date / Time
IP Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade

Factory Default

Reboot
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To Activate the UPnP function in Windows OS
Windows XP

1. Windows component installation.

Step 1
Step 2
Step 3
Step 4
Step 5
Step 6

& e

address |3 Control Panel

] D My Documents
a ':J My Computer
[+ \ﬁ 3% Floppy (A1)

Windows Components Wizard

{ J [ ? /T) Se Windows Components
= ‘You can add or remove components of Windows XP.

X

Details.
Components:

User Manual

To add or remove a component, click the checkbox. A shaded box means that only
part of the component will be installed. To see what's included in a component, click

[# < Local Disk {C:) S 3$;;&a£ge IQueulng
[ (L) WXPFPP_EN (D1) 3 spiater
g 9 Control Panel : Networking Services

éldd,erﬂm Networking Services

Change or
Remove

Add New
Programs

AddjRemove
Windows
Components

Programs

To add or remove a component, click the check box. & shaded box means that only part
of the component will be installed. To see what's included in a component, click Details.

Subcomponents of Networking Services:

ervices and protocols.

ZLRIP Listener 0.0MB
o= Simple TCP/IP Services
& Universal Plug and Play

Description:  Allows your computer to discover and control Universal Plug and Play
devices.

Total disk space required: 0.0MB
Space available on disk: 3320.3MB

Details

Select Control Panel.
Select Add/Remove Programs.

Select Add/Remove Windows Components.
Select Networking Services.

Click Detail.

Select Universal Plug and Play.
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2. Open Windows firewall option

Folders

= Windows Firewall g

-

My Documents
B Q My Computer
=3 Local Disk {
(&3 Local Disk {
= (@ Control Par
Adminis
(4] Fonts
&9 Metwor
(& Printers
Scanne
(=] Schedu
(2 Shared Doc
(23 Administrat
Q My Network Pl
1‘_@ Recycle Bin

p Exceptions | advanced |

Windows Firewall is blocking incoming network connections, except for the
programs and services selected below. Adding exceptions allows some programs
to work better but might increase your security risk.

Programs and Services:

Name

[ File and Printer Sharing
[J Message Queuing

[ Remote Assistance

[ Remote Desktap

Server for Win32

Server for Win32
SetlP.exe

TODO: <File description>
TODO: <File description>

H %

Internet
Options

8

anners and
Cameras

®

Windows
Firewall

—O

AddProgam... | AddPort. | Edt. |

Delete

V¥ Display a notification when Windows Firewall blocks a program

What are the risks of allowing exceptions?

[ox ]

Step 1
Step 2
Step 3

Select Windows Firewall in the Control Panel.
Select Exceptions.
Select UPnP Framework.

3. View the connection device using “My Network Place”

@ My Network Places

File Edit View Favorites Tools Help

@ Back ~ \J ;? /: ) Search :ivL._i Folders ‘ '

Address \g My Network Places
X

Folders Name Comments Computer
[_\9 Desktop _ Local Network
® () My Documents
=) g My Computer WAN Device on Linux IGD BLW-HPMM-U
a i i 5 A
9 C ey e ) > ,é](evn Video Server,  UPnP Device Kevin Yideo Server

+ % Local Disk (C:)

@ (L5 WXPFPP_EN (D:)

= [3 Control Panel
43 Administrative Tools
23 Fonts
e,‘ Network Connections
“2) Printers and Faxes
) Scheduled Tasks

#® |2) Shared Documents

#® ) xxx's Documents

b W My Network Places

2 Recycle Bin

Cancel
CEX
v . Go
Network Location

Local Network
Local Network

Step 1
Step 2

Open the folder of My Network Place.
The LAN camera will appear on the screen
Double click it.
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SMTP (Mail Server Setting)

The Bullet Network Camera provides you to transmit images to a particular email address
when a motion detection event occurred or a sensor is triggered.
A mail server setting for the camera is required, if you want to use this function.

e SMTP Setting

Enter the following information sequential to complete the settings as below:

SMTP server:

SMTP From:

SMTP Authentication:
User name:
Password:

The SMTP server IP address.

The email of the sender, i.e. xxx@xxx.com
Enables/disables

The user name is from SMTP server.

The password is from SMTP server.

I

Basic Setting
System
Video / Image
Audio

Network

Services
Streaming
DDNS
UPnP
SMTP
SAMBA

Notification

Multicast

Date / Time

IP Filtering
Storage

Application Setting

Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NETWORK CAMERA Live View| Setting

SMTP Setting

SMTP Server [CITLS(Gmail)
SMTP From

SMTP Port 25

SMTP Authentication () Enable @ Disable

SMTP Username

SMTP Password

To mail address

Save

NOTE :

The Bullet Network Camera support the mail account of SSL (Secure Sockets Layer)
cryptographic protocol only, and the normal free webmail service belong the TLS
(Transport Layer Security) cryptographic protocol.
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Samba

The Bullet Network Camera provides you to upload the snapshots to a specified shared

folder when an event is triggered.

A Samba setting is required, if you want to use this function.

e Samba Setting

Enter the following information sequential to complete the settings as below:

Active:

Samba Authentication:
Username:

Password:

Path:

Recycle Record:

Remaining SAMBA Capacity:
Shared Folder Size (MB):

Enable/Disable

Enable/Disable

The username

The password

To specify the IP address of the computer that you want
to share with and the file name, i.e. 192.168.0.X/xxx
Enable for the last record file to mantle the first record
file.

The remaining capacity can be record.

The total capacity of the folder. Always remember to set
the size of the folder to avoid exhaustion of disk
capacity.

83

Network

Notification

Multicast

Date / Time

1P Filtering
Storage

Application Setting

Event Setting
Recording List
IVA Detection

Motion Detection

Obiject Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

Basic Setting Samba Setting

System Samba

Video £image Active ) Enable @ Disable
Samba Authentication Enable © Disable

Audio -
User Name

L7 Password

User Path(ex://ip/folder)

Network Recycle Record © Enable  Disable

Remaining SAMBA Capacity

Shared Folder Size

Live View| Setting

NETWORK CAMERA

MB

0%
Used Space: OMB Free Spaces: OMB

Reset
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Notification

For a dynamic IP, you need to update the IP address every time when you connect to the
camera via internet. This setting allows you to update the IP address by automatic
notification of IP address change.

Select one of the following three notice options to update the IP address:

e SMTP Notification
SMTP Notification: notification via SMTP mail server

SMTP SendTo: the recipient, i.e. xxx@xxx.com
SMTP Subject: mail subject
¢ FTP Notification
FTP Server: FTP Server name.
FTP Port: FTP port. The default setting is 21 (recommended).

FTP Upload path: The path to upload files.
FTP Login name: The name to log in the FTP.
FTP Login Password: The password to log in the FTP.

® HTTP Notification

Server: The address of the server, i.e. http://.

Port: The port to access HTTP. The default setting is 80 (recommended).

Parameter: The setting of the parameters, refer to the installation setting of your HTTP
server.

Refer to the installation setting of your HTTP server for the setting of the parameters
(such as Username, Password, and Proxy).

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Notification of IP address Change
System SMTP Notification
Video f trmace SMTP Notification ) Enable @ Disable
5 SMTP SendTo
Audi =
SMTP Subject
BTz FTP Notification
User FTP Notification ) Enable © Disable
Network FTP Server
FTP Port 21
S FTP Upload Path
Services FTP Login Name
Streaming FTP Login Password
= HTTP Notification
HTTP Notification () Enable @ Disable
DDNS Server http://
UPnP Port 80
SMTP Parameter
MBA User Name
2 - Password
Notification
Proxy Address
e Proxy Port 3128
Date / Time Proxy username
1P Filtering Proxy Password
Storage

Application Setting
Event Setting
Recording List

IVA Detection

Motion Detection

Object Missin:
Tamper Detection
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Multicast

This function allows multiple people to watch video streaming without limited in the
number of users, but is only applicable to the LAN environment. Video streaming format
(H.264) is depended on the selected image format setting in Basic Setting —
Video/Image — Video Format.

¢ H264 (Main Stream)
It allowed multiple users to view the H.264 video stream free from limited in the number of
users. However, this is only effective within the LAN.

¢ H264 (Sub Stream)
It allowed multiple users to view the H.264 video stream free from limited in the number of
users. However, this is only effective within the LAN.

¢ Motion JPEG
It allowed multiple users to view the Motion JPEG video stream free from limited in the
number of users. However, this is only effective within the LAN.

A3S NETWORK CAMERA Live View| Sotting
Basic Setting Multicast Setting
*otem H264 (Man Stream)
wien 7 1mags Enabie On & O
Audia Video Address Reaaa I ARR 3
Wdeo Port 1234 245334 § weey
Video TTL s 2
“ A0 Addrest FETRR R (3414 + ~ 230 346 344 388
Network Audo Port 12% 983
Audo TTL § 1v-298)
Event Address 734311 2 2
Event Port 123 248034 ¥ vee
Event TTL
H264 (Sud Stream)
Eradle On & Off
Vdeo Address 24112 2 3
Wdeo Port 134 263534, Eveny
Wideo TN S
Ao Addresy 24112
Multicast Auda Port 12
Ando TTL s
Date / Time
Event Address 2112 22 233
(R
; Event Port 1239 2698340 v
Romese Event TTL ]
Application Setting
Lyest Settemg Mobion WEG
Bxcurifios Ll Enabie On & Off
Video Address 243,12
YA Detest
Video Port 1234
Matinn Detect
Video TTL 5 1]
QLiect Missing
mpnr Detestins Audo Address 245,19 22401 0 ~ T30 294 295 298
Frivaty Mask Audo Port 125
L= i Audo TTL 5
et Event Address Q41D 22 22
e [
Event Port 1258 (245834 Kwwey
A Event T 5
Sove Aeset

NOTE :
Please refer to the chapter of Appendix: Multicast Application for different environment
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Date/Time
e Server Time (the date/time of the server)
¢ PC Time (the date/time of your PC)
* Time Setting (date/time setting)
It provides 3 ways for you to synchronized the time as below:

1. To synchronize the time from PC’s time:
To preset time synchronized for the camera from your PC time.

2. Get the time from an NTP server:
To synchronize the time from the NTP (Network Time Protocol)

® Click NTP in the Time Setting.
® Enter the IP address in the NTP server. (1~3)
® Press the SAVE to apply it.

Once the NTP time obtain, the Bullet Network Camera will updated the time.

NOTE :

The default NTP servers as below:
NTP Server 1: 198.123.30.132
NTP Server 2: 192.43.244.18

NTP Server 3: 133.100.9.2

3. Change the time by manually:

Click User Input in the Time Setting.
Select the format of date to display, i.e. “yyyy/mm/dd” format.

Select the format of date to display, “hh:mm:ss” by 24 hours format.
Select the time zone.
Select Adjust to adjust the time.

& 38 NETWORK CAMERA Live View| Setting

Cosissaiing Date / Time Setting
System Server Time
Video / Image D.ate: 2012-08-31 Time:: 16:18:49
] PC time
Audio Date: 2012-08-31 Time:: 16:19:00
PTZ
Time Setting
User Set Time @) Synchronize with PC's time &) NTP @ User Input
Network NTP Server 1 198.123.30.132
Date / Time NTP Server 2 192.43.244.18
1P Filterin NTP Server 3 133.100.9.2
Date 2012-08-31

Storage

ime: 16:18:58
Application Setting s

Time Zone (GMT+08:00) Taipei -
Event Setting s Z = ~ TN =
Daylight Saving Time (0 Enable @ Disable ) Auto
Recording List
¥ Daylight Saving Time
IVA Detection Start Time: 1ST ~|[sund
Motion Detection Switch from: 02:00 | To
Obiect Missing/ End Time: =
Tamper Detection Switch from: 3:00 To
Privacy Mask S
i ra

Factory Default

Reboot
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IP Filter

The Bullet Network Camera provides you to allowed or deny the visitors from
particular/target address by IP Filter Setting.

® General

IP Filtering: Enable/disable
Policy: Allow/deny

¢ Filter IP Address (Overview of the setting for IPs)
Add: Enter the IP address that you allowed or denied it.
Remove: Remove the IP address existed.
Remove All: Remove all of the IP address existed.

&3

Basic Setting
System

Video / Image
Audio

P1Z

User

Network

Date / Time
1P Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Obiject Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NETWORK CAMERA

IP Filtering Setting
General
IP Filtering

Policy

Filtered IP Address

() Enable @ Disable
©) Allow @ Deny

[ Remove | [ Remove All |

Live View| Setting

A Attention:

Setting rules as below:

1. Actions that may cause a limited connection are to be denied.

2. Improper use of this function may cause disconnection from Internet. You might need to use hardware
reset to reset to the factory default. Please refer to the “Factory Default” for details.
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Storage

It is used to identify and monitor the status of the SD card. It shows the size of the SD card
and how much free space is available for storage. It is also used to format SD cards for

local storage.

&3

Basic Setting
System

Video / Image

Audio

PIZ

User

Network

Date / Time

IP Filtering

Storage
Application Setting

Event Setting

Recording List

IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default
Reboot

NETWORK CAMERA

Storage Device

SD

Name Unavailable
Path J/mnt/sd
Size oMB
Available Size

omMB
Format Device Ee

Recycle Record Enable © Disable
Remaining SD Capacity MB
Shared Folder Size 0%
Used Space: OMB Free Spaces: OMB
Save

Live View| Setting

¢ Follow the instructions to add events on SD card.

&3

Basic Setting
System
Video / Image
Audio

User

Network
Date / Time
1P Filtering
Storage
Application Setting
Event Setting
1. Event Server
2. Trigger
3. Add Event
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NETWORK CAMERA

Live View| Setting

Event Setting
Event List

Name Enable Trig./Sched. Action

| [ Delete | [ Modify |

[ Add Ever; I! Add Schedule
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Event Setting

General

Narmis fewo ]
Response to event trigger

& Always

' During time 7 sunl™ MonT™ Tuel™ wed™ Thul™ Fril” sat

Start Time]00:00 End Time]00:00
' Never
Trigger by
€ Alarm input
€ Motion Detection Careal CArea2 CAreas3
€ on boot
€ Blind Detection Careal CArea2 CArea3
€ Net Loss
Response process
™ Active alarm out

™ Upload video/image to server

™ send HTTP notification

I” Send TCP notification
I send NAP notification
™ Day Night

Save Cancel

Event Setting
General

Name [NewO

Response to event trigger

@ Always

¢ During time ™ sunl™ MonT™ Tuel™ wed™ Thul™ FrilT sat
Start Time]00:00 End Time|

' Never

Trigger by

€ Alarm input

€ Motion Detection Careal Carea2 CAreas
€ on boot

" Blind Detection CAarear CArea2 O Areas
€ Net Loss

Response process

I Active alarm out

pload video/image to server

Base file name |img .avi v
File format | H264 (Main Stream) ~

V' Add date/time suffix

™ Add sequence number suffix up to |0 and then start over.

Upload Server Type :

" Fre

I~ smtp To mail address
Subject

™ Include pre-trigger buffer : [5 =] seconds

I™ Include post-trigger buffer : [5 ~] Seconds

™ Continue video upload : [10 ~|Seconds

Recording Storage Device :

I~ samba

I” sp card

I™ Include pre-trigger bl \ Seconds
I Include post-trigger buffer : Seconds
" continue video upload : [10 Seconds

I” send HTTP notification
I” Send TCP notification
I Send NAP notification

I” pay Night

Save Cancel

NOTE :
1. The function of storage is only applicable for the model which supports it.

2. No SD/SDHC Card Slot & Local Storage Function apply for Argentina.
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Application Setting

The Application Setting menu lets you view the Application Setting for the Bullet Network
Camera and change the following setting:

Event Setting Event Server
Trigger
Add Event

Motion Detection

Blind Detection

Privacy Mask

Firmware Upgrade

Factory Default

Reboot

Event Setting

The Bullet Network Camera is the equipment with intelligent security management
function.

It ensure the security monitoring by authorized users to define the Trigger Events which
is base on the particular times and situations, and set the respond to the event for the
Camera.

It proposed to avoid exceed in five to preview in Event Seeing.

\\“ 38 NETWORK CAMERA Live View| Setting

Basic Setting Event Server Setting
Festam Event Server List
Video / Image Name Protocol Network Address Upload Path User Name

Audio

PIZ

User
Network
Date / Time
1P Filtering

Storage
Application Setting
Event Setting
1. Event Server
2. Trigger [ AddFTP | [ Add HTTP | [ Add TCP | [ Add UDP | [ Modify | [ Remove

3. Add Event
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot
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Event Server (Upload Server)

You can make a setting to upload files to the server completely.
Please make a setting for servers in the Event Server Setting by following setting:

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Event Server Setting

T Event Server List
Video / Image Name Protocol Network Address Upload Path User Name

Audio

P1Z

User
Network
Date / Time
1P Filtering

Storage
Application Setting
Event Setting
1. Event Server
2. Trigger [ Add FTP | [ Add HTTP | [ Add TCP | [ Add UDP | [ Modify | [ Remove |

3. Add Event
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot
1
\ 4
Event Server Setup Event Server Setup
FTP Server UDP Server
Name [NewFtpservero Name [NewUdpservero
Network Address 1 Network Address
Login r_ Port
Password [ 1 %l Cancel
Upload Path
Port T——
Passive |
%I Cancel |
\ 4
Event Server Setup Event Server Setup
HTTP Server TCP Server
Name [Newhttpservera Name [NewTcpServero
Network Address | Network Address 1
Port [0 Port ——
Login l— %I Cancel
Password [
Proxy —
Proxy Port —
Proxy Login l—

Proxy Password
OKI Cancel
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e Event Server List

Add FTP Enter the information of the FTP server you specified.

Name: The name of the FTP

Network Address: [P address of the FTP

Login: Log-in name

Password: Log-in password

Upload Path: Uploading path

Port: Port

Passive: Check to set the FTP status as passive
Add HTTP  Enter the information of the HTTP server you specified.
Name: HTTP name

Network Address: HTTP IP address

Login: Log-in name

Password: Log-in password

Proxy: Proxy server name

Proxy Port: Proxy server port

Proxy Login: Proxy server log-in name

Proxy Password: Proxy server log-in password
Add TCP Enter the information of the TCP server you specified.

Name: TCP server name

Network Address: TCP IP address

Port: TCP port

Add UDP Enter the information of the UDP server you specified.
Name: UDP server name

Network Address: UDP IP address.

Port: UDP port

Modify Modifies the setting value

Delete Removes the setting value
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Trigger

Whenever the camera detected abnormal events during the scheduled time, it will

respond by active trigger automatically.

There are 2 types for the trigger response: Alarm messages sending and emailing.
Recorded the image to the specify server.

Once you had completed this setting, you may requested to test by manually in this

section to ensure all of the functions are working properly.

—————— — e HTTP Server
...... .

£
»‘ . ‘f—- R — i] Mail

Alarm In IP Camera
______ N ' FIP
o -~

------ e

Normal Open has been set to the default status of the digital input pin, but you can
change it to Normal Ground by setting in Setting > Application > Event > Trigger.

1. It will be Open status of the alarm input pin which is connected to external device when
the alarm input has been set to Normal Open. Therefore, when the external device is
triggered to close status, the alarm input pin will be triggered.

2. On the contrary, It will be Close status of the alarm input in which is connected to
external device when the alarm input pin has been set to Normal Grounded.
Therefore, when the external device is triggered to open status, the alarm input pin will
be triggered.

NOTE :

Before you install the hardware for alarm 1/O, please set up the Trigger Setting at first.
(Setting > Application Setting > Event > Trigger)
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¢ Alarm Input Setting
Set the alarm input type between N.O.(Normal Open) and N.G. (Normal Ground).
The N.G. means N.C.

® Trigger Alarm output:
Click Trigger to start the alarm.
Click Clear to stop the alarm.
(Please make sure before you click Clear for close the alarm testing when the trigger
testing is done).

¢ Trigger mail
After you enter the email address and subject in the field, click the Set to test the mail
sending completely.

® Trigger FTP
Click the Set to upload AVI files to FTP server to test completely.

e HTTP Server
After you enter the message in the Message field, click the Set to upload the message
to HTTP server to test completely.

You can make custom parameters settings completely through
Application Setting > Event > Event Server.
e TCP Server

After you enter the message in the Message field, click the Set to upload the message
to TCP server to test completely.

¢ Trigger SAMBA
After you enter the Path in the field and click the Set to share the folder from your PC.

“38 NETWORK CAMERA Live View| Setting
Basic Setting Trigger Setting
System Trigger Alarm Input Setting
Vidoo I Amate Alarm input1 @ Normal Open © Normal Ground
-Save
Audio Trigger Alarm output
prz Alarm output1
¥ Trigger mail
ne To mail address
Network Subject
Date / Time
IP Filtering Tnggerfl® . e b
Upload AVI file to FTP server
Storage _ Trigger HTTP Server | - -
Application Setting | c,¢om parameters
Event Setting Message
1. Event Server
2. Trigger Trigger TCP Server oo ¥
A vars Message
3. Ac Event
Recording List Trigger SAMBA .
IVA Detection Path
Motion Detection
Object Missing/
Tamper Detection
Privacy Mask
Firmware Upgrade
Factory Default
Reboot
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Add Event

¢ Event List
Add Event: Click Add Event to enter the Trigger Even Setting.
NOTE :
It can provide up to 10 event settings.

Q 38 NETWORK CAMERA Live View| Setting

Basic Setting Event Setting
System Event List

Vidoo I Amane Name Enable Trig./Sched. Action

Audio

PT1Z

User

Network
Date / Time

1P Filtering r

So— ]
[ Add Ev Add Schedule | [ Delete | [ Modify |

Storage
Application Setting
Event Setting

3. Add Event
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default
Reboot

: .

|Event Setting

|General
Name W
|Response to event trigger
@ Always
(® During time I© sunlT mMon™ Tuel™ wedlT Thul™ FrilT sat
Start Timef00:00 End Time]00:00
© Never
|Trigger by
€ Alarm input
€ Motion Detection Careat Carea2 € Areas
€' On boot
€ Blind Detection Careatl Carea2 ¢ Areas
€ Net Loss

‘Response process
[T Active alarm out
[ Upload video/image to server
[T send HTTP notification
" send TCP notification
[T Send NAP netification

I” Day Night

Save | Cancel
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Add Schedule: Click Add Schedule to add a new schedule.

NOTE :
It can provide up to 10 schedule settings.

Q 38 NETWORK CAMERA Live View| Setting

Basic Setting Event Setting
System Event List

Vidoo I Amane Name Enable Trig./Sched. Action

Audio

P1Z

User

Network
Date / Time

1P Filtering

pr—
[ Add Event J|[ Add Schedule; elete | [ Modify |

Storage
Application Setting
Event Setting

3. Add Event
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

—

Schedule Setting

General

Name W

Response to event trigger

& Always

' During time I© sunl” monT™ Tuel™ wedl” Thul™ FrilT sat
Start Time|00:00 End Time|00:00

C Never

Response process

[T Active alarm out

" Upload video/image to server
[ send HTTP netification

"' Send TCP notification

[T Send NAP notification

I~ Day Night

Save | Cancel l
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General:

Name: Name the trigger event.

Response to event trigger: Time setting for the trigger event

Always: Always monitoring

During time: Check the date you want to monitor (Sun.~Sat.) and the duration of monitoring.

For example, if you want to set the camera to monitor from 7 pm after work to 7 am
next morning from Monday to Friday, check the boxes from Monday to Friday, enter
“19:00” in the “Start From” field, and enter “12:00” in the “Duration” field.

Never: Do not set the time.

Trigger by: Sources of trigger events (Note: You can set only one trigger event once.)
Alarm input: The alarm is triggered by the security equipment connected from the DI terminals
behind the machine, such as door/window detectors, infrared sensors.

Motion Detection: ~ The alarm is triggered when motion is detected. The camera will send an alarm
when any objects appear in the set detection area.

On boot: The alarm is triggered by reboot. The camera will send an alarm when the system
is rebooted due to power shortage, sabotage, or other reasons.

Blind Detection The alarm is triggered when blind area is detected. The camera will send an alarm
when any objects appear in the set detection area.

Net Loss The alarm is triggered when the network is disconnected. The camera response

process by the selection which you have set.

Response process: trigger event response (Note: Multiple selections are available)

Active alarm out: An event is detected by the security equipment connected from the DI terminal behind
the machine, such as high-decibel alarms, light projectors. You can set the alarm
duration in the “Duration” field.

Upload video/image The camera will save the Motion JPEG of the event to the Upload Server (FTP/SMTP)
to server: or the Recording Storage Device (Samba).

Include pre-trigger buffer: When an event is detected, the camera will record the
previous video image up to 10 seconds.

Include post-trigger buffer: When an event is detected, the camera will record the
post video image up to 10 seconds.

Continue video upload: When the event is continue, the camera will record the video
image up to 10 seconds.

For example: If the pre-trigger 5 seconds, post-trigger 5 seconds and continue video
upload 5 seconds have been selected, the total file size will be 15 seconds.

The camera will save the capture photo of the event to the Upload Server
(FTP/SMTP) or the Recording Storage Device (Samba).

Send HTTP The alarm will be sent to the HTTP server you specified. To use this function, set the
notification: coordinative HTTP server in the Event Server setting page in advance.

Send TCP The alarm will be sent to the TCP Server you specified. To use this function, set the
notification: coordinative TCP server in the Event Server setting page in advance.

Send NAP The alarm will be sent to the NAP Server you specified. To use this function, set the
notification: coordinative NAP server in the Event Server setting page in advance.

Day Night Force the camera turn into Day/Night Mode when the trigger is detected.
NOTE :

The setting pages of Add Event and Add Schedule are the same. There is only one difference between
them is the Add Schedule setting without the setting for Trigger by.

Delete: Delete the event cluster setting.
Modify: Modify the event cluster setting.
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Recording List

Use this setting to management the recording list.

&3

Basic Setting
System
Video / Image
Audio
P1Z
User

Network

Date / Time
IP Filtering

Storage
Application Setting
Event Setting
Recording List

IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NETWORK CAMERA

Recording Management

Search Conditions

Date 20120831

Trigger @ Any (O Alarm ©)MD () BD () Net Loss
Storage Device @ SD

File format @ AVI () IPG

Recording List

Trig./Sched. Prefix Time Size

Live View| Setting
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IVA Detection

Click the Enable to start IVA Detection after the setting had set.

&3

Basic Setting
System

Video / Image
Audio

P1Z

User

Network

Date / Time

1P Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NETWORK CAMERA Live View| Setting

IVA Detection

Sef

® Cross Line Detection:

&3S

Basic Setting
Svstem
Video / Image
Audio
PTZ
User
Network
Date / Time
1P Eiltering
Storage

Application Setting
Event Setting

Recording List
IVA Detection

Mation Detection
Object Missing/

Tamper Dotection

Privacy Mask

Factory Default

Reboot

Firmware Upgrade

NETWORK CAMERA Live View | Setting

IVA Detection

N

‘ K Cross Line Detection
¢ p W | Line1 |
‘g‘ ¥l Direction

Start(640,72) to End(640,360) \
71 (a2
| Direction
Start(640,72) to End(640,360)
[une3]
_ Direction
Start(640,72) to End(640,360)

Save| [Reset)
Area Detection [set]
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® Double Line Detection:

&38 NETWORK CAMERA Live View| Setting

Basic Setting
System
Vvideo / Image

Audio

IVA Detection

ETZ

Date / Time Time: 30 Seconds

Direction1 ¥ Direction2
Start(0,7) to End(64,72)
Start(0,7) to End(64,72)

B

Time: 30 Seconds

[ Direction1 [ Direction2
Start(0,7) to End(64,72)
Start(0,7) to End(64,72)
O

Time: 30 Seconds
[TIpirection1 [T Direction2
Start(0,7) to End(64,72)
Start(0,7) to End(64,72)

30 seconds

Area Detection

IP Filtering
Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

® Area Detection:

“33 NETWORK CAMERA Live View| Setting
Basic Settin: ”
< IVA Detection
System
Video / Image IVA Detection
[“1Enable
Audio o
PTZ Cross Line Detection E
User Cross Line
Network Area Detection
etwor
[ AREA 1
Date / Time "1 Loiter
1P Filteri s ; -
1P Filtering l l ' T i ¥ Bb = U Enter/Exit Detection
Storage “.' lllu.‘ll. "I speed
Application Setting i l " [“1Abandone
Ewvent Setting [[IReverse
Recording List " 1110 [ Appear ["I Disappear
3 [ AREA 2
1A Detection I Zrn
| 1 71 ane s ]
Motion Detection !
Object Missing/
Tamper Detection
Privacy Mask
Firmware Upgrade
Factory Default
Reboot
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Motion Detection
Click the Area to open the setting frame and the setting frame will show on your screen.

You can adjust the frame size by move and drag the edge of the frame on the arrow of
your mouse, after adjusted click the left button of your mouse.

@ 38 NETWORK CAMERA Live View| Setting

Basic Setti i i
sic Setting Motion Detection
System
Video / Image = -_AREA 1

Audio

Detect Level ;-ligh v 4S
P1Z
B
Detect Level  Low -
B

Detect Level  Lover -

User
Network
Date / Time

IP Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection
Motion Detection

Object Missing/
Tamper Detection
Privacy Mask

Firmware Upgrade
Factory Default

Reboot

® Area:
There are 3 frames available for setting: Area 1, Area 2 and Area 3.

Click Area to open the detectable area then click the signal checkbox to enable the
function.

¢ Detect Level:
There are 5 levels for you to adjust the area: Lower, Low, Mid, High and Highest.
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Object Missing / Tamper Detection
Tamper Detection means that you can set the inside/outside area for detect.
Tamper Detection triggered if any object activity in the area that you have set.

Click the Area to open the setting frame and the setting frame will show on your screen.
You can adjust the frame size by move and drag the edge of the frame on the arrow of
your mouse, after adjusted click the left button of your mouse.

& 33 NETWORK CAMERA Live View| Setting

Basic Setting

Object Missing/Tamper Detection

Sensitive 60

Time threshold s

B [(AREAQ
] (ArEAZH 1
] AREA 3 §

Object Missing/
Tamper Detection

® Area:
There are 3 frames available for setting: Area 1, Area 2 and Area 3.

Click Area to open the detectable area then click the signal checkbox to enable the
function.
¢ Sensitive:
Adjust the Sensitive of the area by entering the degrees in the field of Sensitive.
The setting range is 0~100. 0 is the least sensitive and 100 is extremely sensitive.
¢ Time threshold:
Adjust the stay time to detect the object in the area.
The setting range is 0~100 seconds.
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Privacy Mask

To ensure the confidential, the Bullet Network Camera provides the Privacy Mask for you
to mask the image in the masked zone.

The following diagram illustrates how to set the Privacy Mask.

1. Click the Area to set the mask zone for you to open the setting frame and the setting
frame will show on your screen.
(There are 3 frames available for setting: Area 1, Area 2 and Area 3.)

2. Adjust the frame size by move and drag the edge of the frame on the arrow of your
mouse, after adjusted click the left button of your mouse.

3. Selects the color for Privacy Mask by click the Color block in order to show the palette,
move the arrow point and click on the color what you like.

4. After the setting is completed, click Save to apply it and the screen will refresh within a
few second automatically.

e Color:
Click the black color to select the color from color-cord table, or input the color-cord to
change the color.

¢ Area:
There are 3 frames available for setting: Area 1, Area 2 and Area 3.

Click Area to open the detectable area then click the signal checkbox to enable the
function.
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&3

Basic Setting
System

Video / Image

Audio

P12

User

Network

Date / Time

IP Filtering

Storage
Application Setting

Event Setting

Recording List

IVA Detection

Motion Detection

Object Missing/
Tamper Detection
Privacy Mask

Eirmware Upgrade
Factory Default
Reboot

NETWORK CAMERA

Privacy Mask

Live View| Setting

#000000
Color
& Y
]

IP Filtering
Storage
Application Setting
Event Setting
Recording List
IVA Detection
Motion Detection

Object Missing
Tamper Detection
Privacy Mask

Firmware Upgrade
Esctory Default

Reboot

NETWORK CAMERA

Privacy Mask

Live View| Setting
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Firmware upgrade

Contact with your dealer for more information about firmware upgrade. Please follow the
steps below to upgrade the firmware.

A Attention: Important! Read Carefully!!

1. Please close all of the application that you are using on your PC.

2. Select Firmware Upgrade and the Firmware Upgrade Setting page will show on your
screen.

3. Click Browse to select the location where the firmware file is.

4. Click Submit to upgrade the firmware immediately.

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Firmware Upgrade Setting
System Firmware Info )
Video 7 Tmaoe Model NETWORK CAMERA
) Hardware Version 00
Audio ; !
Firmware Version V0.99_STD-1
£re Firmware Build Time Aug 14 2012 14:53:56
User Firmware upgrade
Network

(Bt u LS i Reset
Date / Time i
IP Filtering —
Storage
Application Setting
Event Setting

Choose file i
Recording List Lock n [ (ESEHNRE RIS = =z

(ecuments srd Settngs

IVA Detection LD Swogometes

;‘y‘"e:t«s DHIKDOWS
Motion Detection D

Object Missing/ P
Tamper Detection
Privacy Mask

My Documents

Firmware Upgrade M Carmpuser

Factory Default e [ :JI [Comn ]

Fies of typs: —erp— — Cancel |

Reboot

Select the location where the firmware file is.
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5. The progressing status of the firmware upgrade will show on your screen.

Live View| Setting

QHS NETWORK CAMERA

Basic Setting
System

Video / Image
Audio
P12

User

Firmware Upgrade Setting

Firmware Info
Model

Hardware Version
Firmware Version

Firmware Build Time
Firmware unarade

NETWORK CAMERA

00

V0.99_STD-1

Aug 14 2012 14:53:56

Network Upgrade Status...
Date / Time . e

IP Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

6. The Bullet Network Camera reboots automatically after the firmware has been
upgrade completed. Reconnect to the server after 60 seconds.

&*38 NETWORK CAMERA

Live View| Setting

Rasic Setting Firmware Upgrade Setting
System Firmware Info )
Video ) Theae Model NETWORK CAMERA
g Hardware Version 00
Audio 5 .
Firmware Version V0.99_STD-1
ere Firmware Build Time Aug 14 2012 14:53:56
User Firmware upgrade
Network
: Upgrade Status...
Date / Time
IP Filtering
Storage

Application Setting System reboot, please wait 10Seconds
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot




Network Camera User Manual

NOTE :
Please be careful and make sure there is no any interrupted during the process of the
firmware upgrade because of the firmware is burned into the Flash Rom then.

System will probably damage seriously and need to rest to the factory default for repair it
if the power cable has been removed or becomes loose during the upgrade.

It is not recommend you to upgrade the firmware in a wireless network environment
because of the unstable packet transmission may conduce to data loss.

It is not necessary for you to restart the camera by manual after the firmware upgrade
completed. The camera will reboot automatically after 60 seconds (Reboot OK), and it
will open the IE Browser and filled in the IP address (The original IP address remains
undeleted).
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Factory Default
You can use this setting to reset the Bullet Network Camera to the factory default value
without any changes. Including the IP address all of you have set will be invalid.

® Factory Default

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Factory Default Setting
System Factory Default
Videalfmaga Resets all parameters, except the IP parameters @
; Resets all parameters (set!
Audio Backup
Ple Backup all parameters
User
Network Restore backup parameters
Date / Time [Browse...] | Submit | [Reset]
IP Filtering
Storage Windows Internet Explorer
Application Set[ing lp All configuration will be set to Factory default, and system will reboot immediately.
\&

Continue?

Event Setting

Recording List

IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

Resets all parameters, except the IP parameters:

Use this setting to reset the Bullet Network Camera to the factory default value and all
of the changes you have set will be invalid except the IP address and all of the settings
which is relation to network will remain the valid. (Cable and wireless network setting
are included)

Click the Set to start the factory reset and a warning pop-up window will appear to ask
whether you really want to reset to the factory default value or not.

Click OK to complete the reset.

Resets all parameters:

Use this setting to reset the Bullet Network Camera to the factory default value. All of
the changes will be invalid. (IP address is included)

Click the Set to start the factory reset and a warning pop-up window will appear to ask
whether you really want to reset to the factory default value or not.

Click OK to complete the reset.
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e Backup

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Factory Default Setting
System Factory Default

Voo /- Imace Resets all parameters, except the IP parameters

o Resets all parameters Set
Audio Backup
PTZ

Backup all parameters Backyp
User

Network Restore backup parameters
Date / Time [Browse...] | Submit | [ Reset]

1P Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missin
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

Back all parameters:

Use this setting to backup all of the changes you have set.
Click Backup and a file download inquired windows will pop up.
Back up the file named param.bin.

A Attention: Don't change the file name; otherwise, the backup may fail.

’

File Download'

Do you want to save this file, or find a program online to open
it?

Name; param.bin
Type: Unknown File Type

From: 192.168.1.246

[ Find | [ Save || _Cancel |

harm your computer. |f you do not trust the source, do not find a

‘@ While files from the Intemet can be useful, some files can potentially
program to open this file or save this file. What's the risk?
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Restore backup parameters:

Use this setting to restore the changes that you have set.
Click Browse to select a backup file and click Submit to confirm it.

&3

Basic Setting
System

Video / Image
Audio

PT1Z

User

Network

Date / Time
IP Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

NETWORK CAMERA

Live View| Setting

Factory Default Setting
Factory Default
Resets all parameters, except the IP parameters

Resets all parameters
Backup

Backup all parameters

Restore backup parameters
(B [ submit | [ Reset |

"Choose file
ok [~ BEEENE 00 v ¢ EcE-
A Idbecumerts and Settngs
L& I Program Fles
My Hecert | IRDOWS
Documents
Daskiop
My Documants
My Compurer
I ypl;lacenmdt File name: I [ L]I l Open I
8¢
Files of typa [anFi:rh =] _ Concel_|

\ 4

Select a backup file to restore.
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Reboot
Use the setting to reboot the camera automatically by click Reboot.

&3

NETWORK CAMERA

Basic Setting Reboot Setting
System Reboot
Reboot Now Rebogt

Video / Image
Audio
PTZ

User

Network

Date / Time

1P Filtering

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missin
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default
Reboot

Live View| Setting
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Appendix

Change the Internet Explorer Settings

Change the security setting of IE browser to allow the ActiveX Control be plug-in to the IE
browser.

Please follow the steps as below:
1. Open the IE browser from Desktop or State Menu.

Address (@] http:f/192.168.0.100) | B Go  Links

2. Select the Tools - Internet Options - Security > Custom Level

—
[g http:/127.0.0.1/

Ly

File Edit Yiew Favorites Tools Help

3. Select the bookmark of Security and click Customer Level to check the Security Level.
General  Security IPrivac}l' Eontent' Cannectionsl F’lograms' Advamcad'
Select aWeb content 2one to specify it security settings.
® ¥ 0 9
Internet Localintranet  Trusted sites Hessiltiiled

Local intranet
| This zone contains all Web sites that Sites.
4. are onvour oiganization's intranet.

Security level for this zone

Custom
Custam settings.
- Ta change the settings, click Custam Level.
- To uge the recommended settings. click Default Level.

Custarn Level.. | Default Level |

oK | Cancel | Apply |

4. Make sure the security setting is Medium, and the commonly used default security level.
i Y

Settings:

@ Activel controls and plug-ins
Automatic prompting For Activel controls
) Disable
{® Enable
Binary and script behaviors
O Administrator approved
) Disahble
{® Enable
Download signed Activer controls
) Disable
) Enable
(& Prompt

Download unsigned Activel contraols =
3 I

I I3

Fin BT

4] |
i~ Resek custom settings

Resettor ([N ~| Rt |

Ok I Cancel |

5. Click OK to save the parameter then quit the window. Please restart the |IE Browser again.
-02-
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Set up the Router setting with IP Camera

Use DHCP if you want to use the Bullet Network Camera via the Internet (LAN). However, the
IP must be set to fixed when you want to use the camera on a WAN. For this application, it is
required to set up the function of the virtual server on the ADSL router.

Please follow the steps as below to complete the setting:

1. Enter the camera setting page to set a fixed IP.
(Refer to the Network Setting) Ex.: 192.168.0.49

2. Enter the ADSL router main setting page. Ex.: Zonet ADSL router

3. Enter the Virtual Server setting page.
a. Set “mapping of HTTP Port (80) and Definition Port (554) to 192.168.0.49 ”.
b. Restart ADSL router.

When the setting is completed, you can operate the camera from the WAN |P Address via
the ADSL router.

i8]
| Fle Edt View Favortes Tools Help |-
| EBack » = - D 4| Qusearch [EFaverites <AHistory | B S e |

| Addrese |&] httpijf192.168.0.1 | @co
JLinks &]Customize Links @] Free Hotmail €] Windows .FreeAOL&UnIimited Internet  @pPRealPlayer

Broadband Router ZSR-0104-1=

Virtual Server =
 Disable @ Enable
Device Info Servor IP in LAN
Administrator 1 FTP(21) 192.168.0.212
EZ Setup
G 2 TELNET(23) 192, 168.0.|
LAN 3 SMTP(25) 192.168.0/
Advanced 4 DNS(53) 192, 168.0.|
Access Control 5 HTTP(80) 192.168.0.[49 | |
Service Time l—-
URL Blocking . e L3R
Virtual Server 7 NetMeeting(1720) 192.168.0.|
DMZ 8 | 192, 168.0.|
9 | 192.168.0,
10 | 192.168.0.|
b —— — =
|&] bone [ [ mnterret

NOTE :

The setting screen of the virtual server is not the same for all of the ADSL routers.
Please refer to the manual of the ADSL router that you purchased for more information about
the setting.
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DDNS Application

How to apply and setup the DDNS service?

The DDNS (Dynamic DNS) is an application for network service. It can help you to solve the
problem of dynamic IP change in network device. You can assign a name for favorable
website to correspond with device |IP address through DDNS.

(e.g.: www. IP Camera.com and www.VideoServer.com).

After the setting is completed, you can connect the IP device through you have assigned the
name.

(

atat

( DynDNS...

- &
(Internet Service Provider) s
Internet (Dynamic DNS)

Firstly, please apply for an account from a DDNS supplier. These DDNS suppliers provide
some free services for the users on the world. This chapter will demonstrate a step by step
method of how to set up a DDNS account, for the example we illustrate here is DynDNS.
Please follow the illustration as below:

NOTE :
You can find some free DDNS suppliers on Internet For example: DynDNS, No-IP and Oray

() DynDNS....

by Dynamic Natwork Services ing



http://www.videoserver.com/
http://www.dyndns.com/
http://www.no-ip.com/
http://www.oray.cn/
http://www.dyndns.com/
http://www.no-ip.com/
http://www.oray.cn/
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1. Please enter the website address of “DynDNS” (http://www.dyndns.com/) through Browser.

A Dynamic Network Services, Inc. -- DynDNS -- Welcome - Microsoft Internet Exp... E]@

File Edit Wew Favorites Tools Help "c'f
= \ P y ~ . : A 1A 5T

@ Back \_) \ﬂ @ _‘_h P ) Search . Favorites :‘\ B~ & &

Address 1@3 http: f v, dyndns.com/ vl G&Links

>»>

2. Please click Create Account.
(Skip step 2~9 if you have an account with DynDns.org already.)

C DynDNS...

Enterprise : Registry : HomeSMEB

DNS Username Pazswaord
n .com

Lost Password?

Corporate

ODy

by Dynamic Natwork Servicas inc,
¥

About Services Account Support Mews

Resources Services Support Follow Us

3. Please fill in all the required information in the table such as: Username, Password,
Email and Security Image Number etc. When you have finished, please select Agree
Box then click Create Account.

7 O DynDNSm st

DynDNS e e
ynDNS...
about Servces Aczourk Suppert s Abo Sarvices Aczount Suppart s

My Acoount My Account
Craats Account Create an account or log in to continue O
Login Legin

Usiorrames:
Lost Password? N \ Already Registered? Lost Paspword?
& A Confirm password et < i
L ks Passwor o

Contin emal:
Search Subseribe to: Eutont o e Search
(Soarmn Search

Seurity Image

Enter the rumbers from the sbove Image

D1 agree with the accspsshis usa policy (ALP) 2nd prtvacy palicy

[Geate Account]



http://www.dyndns.com/
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4. A confirmation letter will send to your mailbox after you click Create Account. Please

acknowledge the confirmation letter by clicking on the link provided in the mail to continue
with the steps

Emmprise + Registy o

l=4 One more step to go...
We've sent an emall to alinking Falinking.com, to verily your account. Pesse ched: your 4
ribo ard click on the conf mation Ik " L

1F you da rat recehad the amail in tha ot fow minutes you can Iy fsonding -

Tharks for choosing DynOS. cam

@ 142000 Cryamic bisbeork Sarvice Ine, + \amal inkicrs - Erisscy Bobey - Combacy

Your DynDNS.com Account Information
DynDNS.com Support - v
Your DynDNS. com Account ‘uicfae has been created. You need to visit the ‘ \ D nDNS Username Password
confirmation address below within 48 hours to complete the account creation o e acom Lost Pasword?  Creste Account
process
About Services Account Support Hews
hitp dyndn TTPnL CauytDVIGY x_[VA
Our basic senvice offerings are free, but they are supparted by our paid My Aecaurt
services. See hitp Jiwww dyndns comisenicas/ for a full listing of all of @ Account Confirmed
our available senices Create Account
Lagin
I you did "“;‘ sign up f“"" this aEEDAUIrL this W!‘ be ;he only . g The account wicfae has been confirmed, You can now login and start using your account.
communication you will receive. All non-confirmed accounts are
automatically deleted after 48 hours, and no addresses are kept on file. We Lost Password?
apologize for any inconvenience this correspondence may have caused, and we Getting Startad
assure you that it was only sent at the request of someane visiting aur gy, ™vCart
site requesting an account Hems + Create adynamic DNS host with your own domain name
Sincerely, e Create a dynarnic DNS host within our Free domains
The DynDNS.com Team + Setup email services
Dynamic Network Senices Inc Search + Register a domain name
T
@ 1998-2009 Dynamic Network Services Inc. - Legal Motices - Privacy Policy - Contacts
4

5. You can login to DynDns.org, please input the username and password on main webpage.
And click “Service” button to set up the DDNS function.

C DynDNS... L=

Cervices secourt

| DynDNS...

sbout Servies Account Support Hews

DynDNS Account uicfae

1o DYPDNS com? _—_
Tabe our new tr and e what we 4 s

NS Services. Lt

O ox e s [ ke TR My services iling Account Settings
e i g, Veow, iy, prchace, and §|  Usdsteyour billng Upsate your amad address, set
sk i & . Wl
— purchase, and visw ok secount
Seach

My Cart
@

@ Free Dynamic DNS %8} DNS Hosting & Domains F -
T Rty domal st b P ks L
. e
- dyndns ws ¥ [t
Resources Services support Follow Us
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6. Please click Dynamic DNS then select Dynamic DNS Free service.

Registry

C DynDNS....

C DynDNS...

St Services Account Support topws
Sarvies
B Sari i Dynamic DNS Services
omain Saryiss f
s services D), high qualty doman i

Malbiop Servces el st o o e Cur waddark sevics designed o Ui Wit dyraic I acrossas. Sin up o sorvis sy and || e
S Relabiity el free emal technical support where e e it pairing high prices for @ Static P,

Yo sprak o a ichly rained engheer raiter than a call cenier raadng 3 o Pricing Detais
Cpmani DHS Fro soriptoff of a screen Dynnic o900

Custom NG Dyna 10 Cur premium Dynanikc DNS Upgrade provdes 25

Lot Doman Regisrston

Domaln Services Fnlsoi sk sdinonal hosts, sccess 1 phone support and logging. 3nd EYEnYS SCCRUTS
S5L Cartricates "
Pricng

Maikop Sarvices
0«*’ 55
4 LHS Relisbili
5 ity : Dynamic DNS Free: our free DNS toal with many domans & choose

Dyramic DS Pro 5 @ from and nisgrated URL redirection functionsity

Domain Registration Spring Server VPS Intirret Guide

Dynamic DS

T Sarvin i fack your o) Regrer new domars or vab T
it th e P aridhess travafer ext
oy .

Search

ie als0 offer [meCt) Enterprise OUS Platfarm with high-end festures Ike automatic-failover, anycssting 1P for
nar rvers, snd muitiple scoount i

internet Guide Recrsive DNS

and safer Inter

Errure advertsement-free S
recursive DS service resokition for your DHE queries.

7. Click Get Started button to add the new Hostname.

C‘ DynDNS..

about Seevies aczoun Supprt News
i Dynamic DNS Free
Domain Servicss
' Dyriamic DHS Free (LOMS) allows you 10 craale a Fostama that ponts i your home ar office

e e adcress, providng an easyo-remember URL for quick access. We alsa provide an update

Homri e hastname ok wih your Gyramic IF ackess, We continue to offer

Dy 1 7o et community a5 we have done <o for nearly 10 years

custom ohE

Doiman Regstration
Spring Server VPS

Capabiities and Features

Walbop Services + Gat fivm (5) hostriames in 68 svaishin comais for free.

DS Reliability » Forward weh reuests or mark host offine for maktenance or dowrtime. g
o Canfigure M records for fiesible mail routing.

Dynamic DS Pro

« Update host using didns L
Intemet Guide .

« Deliver your

clents for & wide variety of platiorms,

propagaton cr rellable stati: IP caching.
DNS servers in 5 ter-1 datacenters around the globe,

SSL Cartfcates 7
o Query volime
Fricng
Our fre industry-teading e-mail support & - lp Yo BB YOUr YA OF BtalK DN 50 you
E? :v Cart rEmOtEly CONNECt 10 your maching, and run @ mall server, We alo offier other premium featres with o

Further Reading

NEED HELP? | Documentation
Vit he Forum for
DynDNS.com Lagics. * Dynamic [0S Baarime - Impertant informatic

to kniow prior 1o e

o Dynami 0VS He

- Sahp instyuctions for Dynamic NS,

8. Set up the Hostname and IP Address by yourself. You can enter your favorite domain
name as your Hostname, and input correct IP address (e.g. the IP address need to input
the real IP address from |IP Camera, please see the NOTE illustration below). Finally, click
Add Host to finish with the setting.

Enterprise 1 Hegestry  Home S

[ —

Logec s wefae D S Loamd e wfoe
(B DynDNS.n eI C DynDNS.n Wsmin
About Services. Account Support Hews About Services. Account Support News
scoourt - Account
R Host Services ] Mo Hostnaine - Hoat Lodate Logs it pdd New Hostname r Host Services
Wy Services
- o Hostnames Registersd =t Youscurvety don'thive any actve Damamic [0S Pro ugorades i your Sccourt Yous cannot usfsome of cur bost Service
m"“‘r;‘ i atures. Paying for an Dynamic ONS Pro upgrade will make this form fully functicnal and will add seflral other featres,

Hostname: | dynalias net v

Wilicard Status:

abiod [Wiant Widcard supoort?]

Service Type: @ Host with 1P adidess (7]
lebiHop Redirect (7]
e Hosnarme [£]
Soring Server WPS Sorng Server PS
Malop Outbound Makiop Outbound 1P Address:
Recursiva DNS Recursie ONG -
Network Monitoring Matwork Monitorng
8L Certificates SEL Certificates
Perw Services Rerew Servces
Austn Renew Sattings Ao Reneiw Settings
Syrc Eprations Sync Bpraicns ] ¥es, let me configurs Email routing, [2]
Accont Seftrgs Account Settrgs

Silng silng (CAddToGan

& e
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NOTE :

The IP almost appear after IP setting.
(PPPoE/DHCP/Fix IP). Click Setting > System > IP Address

Basic Setting System Setting
System System Info
Syst Device Name MegaPixel IPCAM Set
stem
v MAC Address 00:30:F0:0E:01:5D

System Log 1P Address 122.147.155.171

9. After add new hostname, click Next to enter the next step.

(Note: as you are using Dynamic DNS Free service; so you can ignore the information of
Shopping Cart.

C DynDNS...

bt Cervkes Accont Suppert Hews

i Acomat Shopping Cart
My Servces

ekt srking-pcam homeg.ne saded o cr. You nust checkout to activate.

Billng.
At e four cart contairs free serviees anly. You will ot be asked o credt card e mation,
Order Hstory
Bl Profie

Searth

(Baaush)

(Add Coupon Sub-Total:  $0.00

Enterprise > Registry » Home/SMB >

C DynDNS.., e e

Abaut Services Account Suppart Hews

My Aceourt Free Services Checkout

My Services

Once you have confirmed the conterts of yaur cart your services will be instantly activated,
Account Settings

Billng Service Periad Price
Artive Services Dynamic DNS Hosts
Crder Hstory -
Biling Profile
Sub-Total: $0.00
search

@ 1998-2009 Dynamic Network Services Inc. - Leqsl Moticss - Privacy Palicy - Cantacts

11. The completion of the registration page is shown below. You can now use the DDNS
service to your devices.

) DynDNS... e

iyt

Host Services
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How to check if the DDNS service is successful?

1. If you can not connect the IP devices through the domain name, which you have set up,
you can test the DDNS service on your PC.

2. Please open the “command mode” from “Start Menu”.
Start Menu > Program > Accessories > Command mode

3. Input the command: c:\>ping (Your domain name e.g. www.IP Camera.com) [ENTER].
If the command mode displays “Reply from .......... ” On the screen, then your DDNS is
working correctly.

ci C:\WINDOWS\system32\cmd.exe HEH

4. |If the command mode displays “timed out”. Then your DDNS is not working. Please

double check your account information is entered correctly.

:\>ping 192.168.1.1

inging 192.168.1.1 with 32 hytes of data:

r 192.168.1.1:
= 4, Received = 8, Lo

5. If the command mode displays “Ping request could not find host...”. Then you need to
re-visit DDNS website to confirm all the required information is correctly filled in.
Alternatively, you can set up another account with start

HDO¥S\systen32\cmd. exe

c Sping .net
P cou et. Please check the name an
a
c

C:\Documents and Settings\znpro>
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Mobile Application

Our Video server can support the 3GPP(RTSP) connection through the mobile phone. Please
check your ISP to provide the mobile networking service which working on your mobile phone
first. And modify the setting of Video server to enable the application.

Please see the detail illustration as below:

N
. d Internet

NOTE :
The 3GPP, which meaning the compression format, is not the same 3G. You can use the

2.5G/3G to connect to Internet through ISP.

Step1: Make sure the Video server is alive on Internet (WAN Environment)
Try to remote connect Video server via public IP. If you use the Router, please check
the Port Setting of your camera and the Virtual Server Setting of Router.

Step2: Check your Video server setting

fdress | @] htpeff1oz.168.000) v | [Ed G ks 7

Open the web browser then input the IP address from the video server.
Input the user name & password to Login

Connect to 192.168.0.100

Camera Server

User name: € root

Password: root

[ JRemember my password

[ 0& Cancel ]
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Click the “Setting” on right-upper to enter the setting mode.

333 NETWORK CAMERA
2 o= Vit ot e—

i
of &

-
[y

nulullllllllliiiE

L=y

Step3: Check the RTSP streaming setting H.264 Type
Click “Video/Image* of Basic Setting 2> “Video® - Set up the sub streaming
resolution (e.g. Please see the suggestion parameter as below picture) - Click Save
to finish the setting.

& 38 NETWORK CAMERA Live View| Setting

Basic Setting Video / Image Setting
System Video Setting
Video / Image  Sensor Mode () QSXGA Mode (2560x1920) © FullHD Mode (1920x1080)
Video H264
ROI Resolution Full HD(1920x1080) ¥
RotatonT.OSD FrameRate(FPS) 310 v frames
. © Bitrate 3072 ¥
Sensor Quality 22 SN AL
oo ) Fix Quality | B==t
Audio GOP 15 v frames
HE H264 (Sub)
User Resolution 1280x720 v
Notwork FrameRate(FPS) 10 v frames
. @ Bitrate 512 ¥
Ti uali SR T
Date / Time Quality @ Eix Quality | 5ot
IP Filtering GOP 15 v frames
Storage Motion JPG
Application Setting Resolution Full HD(1920x1080) ¥
Event Setting FrameRate(FPS) 32 v frames
Recording List Quality Birate, 1536 v

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default
Reboot
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Step4: View limit Setting
According to the requirement, you can pass the live view limit.
Please see the illustration as below.

. :

B With password
Don’t need to enable the “anonymous login” function, but you need to input the account
information every login. The application can keep the video server privacy.
e.g. Input rtsp://xxx.xxx.xxx.xxx:554/cam1/3gpp?user=root&pwd=root in mobile phone.
The “-2” mean the sub stream.
B Without password:
Enable anonymous login.
Click the “User” of Basic Setting >
Click the “Enable” from anonymous login of User Setting >
Click the Save to finish the setting.

& 38 NETWORK CAMERA Live View| Setting

Basic Setting User Setting
System User List

o lroot /_Super user |
Video I Tiace root / Super user

Audio

PTZ

Network User Setting

anonymous login ©) Enable P Disable
Date / Time h z =

Maximum number of simultaneous viewers 10

Storage
Application Setting
Event Setting
Recording List
IVA Detection

Motion Detection

Object Missing/
Tamper Detection

Privacy Mask
Firmware Upgrade
Factory Default

Reboot

e.g. Input rtsp://xxx.xxx.xxx.xxx:554/cam1/3gpp in mobile phone.
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NOTE :

The video server can support 4 channels streaming to use it. Modify the cam number of
URI link to change the channel. E.g. Channel 2: rtsp://xxx.xxx.xxx.xxx:554/cam2/h264-1

Step5: Try to connect Video server through the mobile phone
Check the mobile phone can support the streaming media player and internet service,
and then see the example operation as below:

NOTE :

Suggest using the wireless solution. It can provide the highest network speed and save the
mobile network cost.
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iIPhone / iPad System

You can connect camera and VMS web server, please see the detail illustration as below:

3VMS Pro

3VMS Pro turns your iPhone / iPad into a portable IP surveillance camera.
3VMS Pro allows you to see “what your IP Camera see” in real-time from your iPhone / iPad.

You can add as many video cameras as you want, private or public: a simple address is
needed.

1. Tap “APP Store” to open the software.

2. Tap “Search” to start searching after input the key word “3VMS Pro”.

= Top Charts T wm pro
Top Paid iPad Apps  Page 1
1. Phot O ety Weter hd
R [ TS fromou o |
I ~ Updated 01 May 2012 v Updated 17 Moy 2012
AHHL . 13Rags. HERES S Ratings
= 2. Fruit Ninja HD 5. Splashtop Remote Desktop fo...
N4 reain e
i
w X \HD 2y

© indicates an spp deaigned for both Phone and (Pad

Top Free iPad Apps  Page 1

C 1 Fighter 2 The Pocific 1942by.. & TwinBrowser

Updated 02 May 2012 m i | Updatd 28 May 3010 m

CHEEE oo | G sromn

77 Games: Adventure
Nz, o

S aui e
roe PO e |
HEEEE 9 Rt

© inslicates an 200 designed for both Phone and Pad

Top Grossing iPad Apps  Psge 1
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3. Install the software of 3VMS Pro HD or 3VMS Pro according to your camera model.

= Search R omaes
e R i e e = T
An Al An Al Al

ooty see >

© ledicates an apg designed far both Phone and IPad

(PRoREABET) 1oct1e oo Ab> sty e ]
- AANHH hemon
("~ | TurboViewer Pro Biography Books
& Productrty g - Books.
- Y Uptoted 02 A 012 i 3 Updsted 13 Aprd 2012 m

O inlicates an spp designed for both Phone and iPad

4. It will display the installed progressing and execute it after the setup is completely.




Network Camera User Manual

5. Add new camera or new VMS by click the “+” on the upper right corner.

=
@ =

Ungrouped

3VMS

F » on the g
NEVER MISS AN EVENT




Network Camera User Manual

New Camera

Follow the instructions to add new camera on your mobile phone.

Groups Groups

g, Demo site Demo site

N

= =
Ungrouped

New Group
New Camera

New VMS

Sever Name : User defined

Server Address : Type camera ip address

Sever Port : Camera port (default value 554)

User Name and Password : Type camera login ID and Password

After the new camera had added successful the login screen is display as below:

3SDemo

' &

=
—
LTI

| .'AE
11T

ll||||||||
Uiy
\

)
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New VMS
Follow the instructions to add new VMS on your mobile phone.

Groups

_ W=l Demo site
)

g
L
w|

Ungrouped Ungrouped

N SELWEIMNEIEY \/MSDemo
MIEEIYEIEYY 195 168.20.58

User Name

What would you like to Add?
New Group
New Camera

New VMS

Cancel SEVC

Sever Name : User defined

Server Address : Type VMS ip address ( Please refer to page107)

Sever Port : Camera port (default value 554)

User Name and Password : Type the connection login name and
password of the computer VMS.

After the new VMS had added successful the login screen is display as below:

VMSDemo
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Trouble Shooting
1. How to solve the bug if iPhone / iPad connected to the VMS failure.

Because of the default port value is 80 on VMS web server. Sometimes the 80 port will be
occupied by other application programs which cause iPhone / iPad can’t display images. In
that situation, please try to change the port value.

[ Application Config ‘z\&. @
Fundmental I Channel } Event ] Scheduling ] User ] Audio Upload ] Record ] Pause I Log ] Channels:
Motify Relay I AlamWatch | Group | Tour | Travel | Backup | About | [N -
> b
3
4 =
Web Server Port ;
Relay Server Port |1977 Start 7 b
| o = | 2
Relay Server Port Ex. |599 | g
10
Relay Encode " Disable "
) 12
Resolution |small(320x240 352%288 320x180) | 13

Framerate

Bitrate [0k ~]
1 =

We recommend you to enable the Relay Encode option (It can increase the image
smoothness of iPhone / iPad in live view.)

Remember to type correct changed port, user name and password correspond with your
VMS configuration

Groups
VMSDemo

Ungrouped

fra—T—
“ SEWEISVEIEY \/MSDemo |
V| Server Address 192,168,20_5

User Name

Cancel
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2. How to inquire the IP address of VMS?
Please refer to follow steps:
Step 1:  Type cmd in the search box.

@ Internet Explorer

HankLin

uJ Microsoft Outlook 2010 »
j Documents
WU Microsoft word 2010 »

Pictures
€D s

Music

E TeamViewer 7

Adobe Reader X 4

N

Games

Computer

Command Prompt
Control Panel

w Skype
Devices and Printers
K Microsoft Excel 2010 »
Default Programs

s
(}) cMs Help and Support

e Screenpresso >

» Al Programs

Step 2: Type ipconfig to check your IP address in PC. (It is also the VMS web server IP
address.)

-
B Administrater: CA\Windows\system32\cmd.exe (] |

Microsoft Windows [Version 6.1.76611

Copyright <(c?> 2887 Microsoft Corporation. All rights reserved.

C:~Users “HankLin}ipconfig

Windows IP Configuration

Ethernet adapter E B

Connection—specific DNS Suffix
Link-local IPvb6 Address . . .
IPuv4 Address. . . . - . . . .
Subnet Mask . . . . . . . . .
Default Gateway . . . . . . .

feB@::f515:f2a4:2558d:cec?x1l
192 .168.28.58

255.255.255.8

1922 .168.28.1

Tunnel adapter isatap.{B8DEB6DEY-BFFB—4C47-BCAB-2361D3IBA8FL>:

Media State . . . . . -« « - . . . Media disconnected

Connection—specific DHS Suffix . =
Tunnel adapter Eﬁ"'

Connection—specific DHS Suffix .
IPvb Address. . . . C e e e

2001:8:4137:2e76:3h:173e:700f teef2
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Multicast Application

The Multicast function is a technique for one-to-many communication over an IP
infrastructure in a network. The PC can be given the network package after login the account,
so the function can use one network package to copy many packages to PCs. It allows
multiple people to watch video streaming without limitation on the number of users, but is only
applicable in the LAN environment. The function must need to combine with the application

of IGMP service (e.g. Layer 3 Switch.).
The Regular Mode: (Through TCP/UDP/HTTP)

"
Ty

The Multicast Mode: (Through Multicast)

COFY
Network Package ﬁ |

NOTE :

The function is not limit with the Layer 3 Switch, and you can also select the IGMP Server to
use the application.
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Ags NETWORK CAMERA Live View| Setting

Basic Setting Multicast Setting ‘O
vrstem H264 (Main Stream) > 1
fden / 1maos Eratie On & off
Audiis Video Address Readaa r R 2

Vidao Port 1234 48834, fvent

Video TTL s "2
v Audo Addrest 24311 (3404 ¢ ~ 200 346 384 388
Neotwork Audo Port 125

Audo TTL 5

Event Address 2431 22 3

Event Port 125 (248834 ¥ wee

Event TTL s

H264 (Sub Stream) :@

Eradle On & Off

Wdeo AdSress 24112

Wdeo Port 1204 243534, Eveny

Vdeo TN S 8=

Ado Addresy 224212 (R4 10 1 ~ 230 200200 20N

Multicast Auda Port 122¢

Date / Thoe Audo TTL L

Event Address 24112 23 "3
e Event Port 1239 R-$9834 D
Rorns Event TTL E 12

Application Setting
Lyest Settene Mobon WEG :@
Sxcunfing Ll Enable On & O
IYA Detestins Video Address Pl B 2L § 298 294 29

Video Port 1234 (43334 Lweny
Yideo TTL 5 9%
Audo Address 324312 @A
YLy Audo Port 1354
Drmwace Uaarads Audo TTL 5
- ot Defauh Event Address 24519 22 2
Event Port 1258 (249934 § vy
- Event TTL 5
Sove Reset
N.O. Item lllustration
H264 (Main) Display the multicast setting of H264 (Main)
H264 (Sub) Display the multicast setting of H264 (Sub)
Motion JPEG Display the multicast setting of Motion JPEG

The function will display the different streaming mode from IP device. No matter how
many modes to display, the content is the same setting to the user. There are three
kinds of package type for User: Video, Audio and Event. Please see the detail setting as

below:
Video Audio Evemt
I ! |
..%— Network Package >5 E/
] -
IP Camera PC
NOTE :

The function can only enable one streaming to use the application.

-112 -
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H264 (Main)

The function has some limit parameter, so please follow our limit parameter to set up it. All
restrictions exist in the rear of each option.

Enable ®on O off
Video Address 224,1.1.1 [224.1.1.1 ~ 238 .255.255.255]
Video Port 1234 [2~65534, Even)
Video TTL 5 [1~255)
Audio Address 224.1.1.1 [224.1.1.1 ~ 239 255 255 255)
Audio Port 1236 [(2~65634, Ewen)
Audio TTL 5 [1~255)
Event Address 224.1.1.1 (224.1.1.1 ~ 239 255 255 255}
Event Port 1238 [2~66534, Even)
Event TTL 5 [1~-255)
NOTE :

Suggest using the default parameter to use the multicast function.
Please make reference to the chapter of Basic Setting > Network > Multicast for further
detailed description.

Enable
Click On or Off selection to enable or disable the function.

Video Address
Set up the IP address to transfer the Video package. The default setting is 224.1.1.1.

Video Port
Set up the Port to transfer the Video package. The default setting is 1234.

Video TTL
Set up the TTL time to transfer the Video package. The default setting is 5

Audio Address
Set up the IP address to transfer the Audio package. The default setting is 224.1.1.1

Audio Port
Set up the Port to transfer the Audio package. The default setting is 1236.

Audio TTL
Set up the TTL time to transfer the Audio package. The default setting is 5

Event Address
Set up the IP address to transfer the Event package. The default setting is 224.1.1.1

Event Port
Set up the Port to transfer the Event package. The default setting is 1238.

Event TTL
Set up the TTL time to transfer the Event package. The default setting is 5
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H264 (Sub)

The setting is the same with the H264 (Sub).
Enable ®on O off
Video Address 224.1.1.1 [224.1.1.1 ~ 239 255 255 255)
Video Port 1234 [2~65534, Even)
Video TTL 5 [1~255)
Audio Address 224.1.1.1 [224.1.1.1 ~ 239 255 256 255)
Audio Port 1236 [2~65534, Even)
Audio TTL 5 [1~255)
Event Address 224.1.1.1 [224.1.1.1 ~ 239255255 255)
Event Port 1238 [2~65534,Even)
Event TTL 5 [1~255)

NOTE :

Suggest using the default parameter to use the multicast function.
Please make reference to the chapter of Basic Setting > Network > Multicast for further
detailed description.

Enable
Click On or Off selection to enable or disable the function.

Video Address
Set up the IP address to transfer the Video package. The default setting is 224.1.1.2.

Video Port
Set up the Port to transfer the Video package. The default setting is 1234.

Video TTL
Set up the TTL time to transfer the Video package. The default setting is 5

Audio Address
Set up the IP address to transfer the Audio package. The default setting is 224.1.1.2

Audio Port
Set up the Port to transfer the Audio package. The default setting is 1236.

Audio TTL
Set up the TTL time to transfer the Audio package. The default setting is 5

Event Address
Set up the IP address to transfer the Event package. The default setting is 224.1.1.2

Event Port
Set up the Port to transfer the Event package. The default setting is 1238.

Event TTL
Set up the TTL time to transfer the Event package. The default setting is 5
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Motion JPEG

The setting is the same with the MJPEG.
Enable ®on O off
Video Address 224.1.1.1 [224.1.1.1 ~ 239 255 255 255)
Video Port 1234 [2~65534, Even)
Video TTL 5 [1~255)
Audio Address 224.1.1.1 [224.1.1.1 ~ 239 255 256 255)
Audio Port 1236 [2~65534, Even)
Audio TTL 5 [1~255)
Event Address 224.1.1.1 [224.1.1.1 ~ 239255255 255)
Event Port 1238 [2~65534,Even)
Event TTL 5 [1~255)

NOTE :

Suggest using the default parameter to use the multicast function.
Please make reference to the chapter of Basic Setting > Network > Multicast for further
detailed description.

Enable
Click On or Off selection to enable or disable the function.

Video Address
Set up the IP address to transfer the Video package. The default setting is 224.1.1.3

Video Port
Set up the Port to transfer the Video package. The default setting is 1234.

Video TTL
Set up the TTL time to transfer the Video package. The default setting is 5

Audio Address
Set up the IP address to transfer the Audio package. The default setting is 224.1.1.3

Audio Port
Set up the Port to transfer the Audio package. The default setting is 1236.

Audio TTL
Set up the TTL time to transfer the Audio package. The default setting is 5

Event Address
Set up the IP address to transfer the Event package. The default setting is 224.1.1.3

Event Port
Set up the Port to transfer the Event package. The default setting is 1238.

Event TTL
Set up the TTL time to transfer the Event package. The default setting is 5
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Please see the detailed steps to Set up the Multicast function as below:
1. First, check the LAN environment has the device of IGMP service.

IGMP
Enter the device then enable the service.

|57 snosping

©Enbled Oisablea |

IGMP Giobal Seftings

Qury ntenval (50-600 sec) 125 HostTmeoun(130-15302588c) |

Max Respanse Time (10.25 sec) T RoulerNmeout(05005e) | 250
Robustness Vanizbis (2-255) [ & is=meTme-25sec) | I
L 12sec) [ 1 ey ]
Hate: computed Jing e value of RoDUSINESS Vaable. Cusry Intenal ana
a1 Response Time.

‘The VLAN Settings of IGMP snooping

oy ] |
Login the video server then enter the Setting mode.

&3

NETWORK CAMERA

Event Setting

Recording List

Application Setting

ImmwEaT System Setting
system System Info
it Device Name NETWORK CAMERA
5 MAC Address 32:5D132:A0:23:32
peeeLy 1P Address 192.168.20.204
Video /Imags | Network Mask 255.255.255.0
Gateway 192.168.20.1
Model NETWORK CAMERA
Hardware Version )
. Firmware Version V0.99_STO-1
Firmware Build Time Aug 14 2012 14:53:56
S Current Viewers 1
1P Filtering System Log
Feen 2012 Aug 29 17:31:28 : System boot up.

: Streamer listening on port 554
: RTP porc range is 50000-52925

: [192.168.20.91] auchorizaction failed to start streaming
: [192.168.20.157] authorization failed to starc streaming

i

: [192.168.20.157] root starcs live view
: [192.168.20.91] root starts live view

: [182.168.20.127] authorization failed to start streaming

: [192.168.20.127) root starts live view

: [192.168.20.127] root starts live view

: [192.168.20.127] root starcs live view

: [192.168.20.91] authorization failed to start streaming

: [192.168.20.91] root starts live view

: [192.168.20.91] root starts live view

: [192.168.20.91] root starts live view -

IVA Detection

arade 2012 Aug 29 1
Factory Default

Reboot

4. Click Multicast button from Network.

Aas NETWORK CAMERA Live View| Setting
Basic Setting Multicast Setting
ot H264 (Main Stream)
Enable On & Off
Video Address neaa
Wideo Port 1234
Video TTL s
o Audo Address 21y
Network Audo Port 12%
Audo TTL 5
Event Address ETYRY]
Event Port 123
Event TTL s
H264 (20 Strwam)
Erale on ® off
Video addrass Para2
Video Port 1234
Video TTL s
Auso Address Baiia
Audo Port 12
Audo TTL s
Event Address Baria
Event Port 123
Event TTL 3
Lvest sett Mation WEG
g Enatle On @ off
Wideo Address TERE)
Video Port 124
Wideo TTL 5
Audo Address 24313
Ao Port 12%
Audo TIL s
Event Address 2a113
Event Port 1258
Fvent TTL s
Sove | [Reset

According to the requirement, select the streaming type to enable the function.
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6. Click On button from Enable Selection to enable the Multicast function.

Aas NETWORK CAMERA
Basic Setting Multicast Setting
- H264 (Man Stream)
4 Enable
Audia Video Address
Wideo Port

Video TTL
Audo Addrest EeTRRR]

Notwork Audo Port 123
Audo TIL
Event Address

Event Port
Event TTL

H264 (% Stream)
Eradle

Video Address
\ideo Port
Video TTL
Ao Address
Audo Port
Ao TTL
Event Address 2ataa2
Event Port

Event TTL s

Multicast

Soraas
Application Setting
! it

Live View | Setting

7. Go back the Live View Mode then click the pull-down menu

Multicast

of Streaming to select the

&3

Lanquage

Record file path: [C:\Video]

NETWORK CAMERA

Video Format View Size

H264 (Main Stream) v X v

Snapshot file path: [C:\Snapshot]

Streaming

Live View| Setting

Brightness v Alert

- .50 L

Y %
- A j , \\
Q>
\ \\!//,

PTZ Device 1 v

Speed 7 -
Zoom 1 - (] [out]
Focus - Far
Aux 1 - [on] [off]

Preset 1. v

L.

Alert Message

Tour

[Cpisable
[Calert snapshot
DayNight Setting

(Day] [Wight]

8. Wait a 5~10 sec to re-display the live image via Multicast

NOTE :

Please check the firewall and antivirus setting about IGMP to avoid the function fail.
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Troubleshooting and FAQs

Question Answer and Solution

Function

What encoder and decoder
are used by the camera for
sounds and images?

The camera uses MJPEG or H264 compression technology to provide
quality images. MJPEG is a standard image compression technology
applicable to different browsers without the need to install additional
software. H264 is a next-generation image compression standard and can
provide high image quality at low bandwidth.

The sound decoder uses PCM (Stereo, 16bit, 8kHz) compression
technology.

How many users are allowed
to view the camera
simultaneously?

The maximum number of viewers depends on the bandwidth of the client
accessing the camera. About 5~6Mbps are used to process data of the
camera, so the maximum number of viewers changes in proportion to FPS
and the resolution of the image. Obviously, the higher the number of
viewers, the lower the performances at each client end.

Is it possible to catch the
image from the camera in a
real-time manner?

Yes, you can use the snapshot function from the main control page.

Camera Installation

Can the camera be used
outdoors?

The camera is not waterproof, so a special waterproof cover must be
available for outdoor use. Please note that the waterproof cover may affect
the built-in pickup function of the camera.

Link LED does not light up.

+ Check that the attached standard transformer is not damaged. Plug the
power cable and reboot the machine.
« If the problem remains, contact your dealer for help.

What network cable is used
for the camera?

The camera uses a 10 or 100 Base-T Category 5 UTP network cable.

How to install and operate the
camera behind a firewall?

If you have a firewall in your network environment, please select HTTP
mode (Port80). Generally the port 80 is always open for the browser to
access the Internet.

What are the username and
password for the first use and
after reset to factory default?

Username = root

Password= root

Please change your password immediately after entering the system to
ensure information security.

| forgot the username and
password | used for the
setting. What should | do?

Please proceed as follows:

1. Hold the Reset button for 4 seconds after booting to reset the password
to preset.

2. Change the username and the password.

| forgot the IP address of the
camera. What should | do?

Use IP Finder to locate the IP address of the camera.
Please connect the camera and the PC on which the IP finder is executed
to the same hub.




Network Camera User Manual

* When the camera still can’t be located over 1 minute, re-activate the
camera.

* Do not connect the camera to more than one router. The IP Finder will
not be able to detect the camera.

IP Finder cannot find the + If the IP of PC on which the IP Finder is executed is not correctly set, the

camera. IP Finder will not be able to locate the camera. Please confirm that the IP
address has been properly set.

* The anti-virus applications on the PC or the firewall might block the IP
Finder from execution. If you cannot execute the IP Finder, please
disable your anti-virus applications or firewall.

Internet Explorer does not Please be sure that the version of your Internet Explorer is 6.0 or later.
display the camera screen Should you have any difficulties, please log on the Microsoft website to
correctly. update your browser.

Microsoft website: http://www.microsoft.com/windows/ie.

* Do not use spaces. Use underline “_” or dash “-“.
* Your connection might have problems. Please ensure that the network
parameters and the camera connection are correctly set.

Access to Camera

» The IP address of the camera is possibly being used by another PC or
device. Please disconnect the network cable from the camera and
execute PING to confirm if the IP address has been used.

* ltis possibly due to the network cable. Please use the cross-line network
cable to connect the PC and the camera, and see if the log-in screen
appears.

» Be sure that the network connection and the settings are properly
configured.

» Be sure to enter correct IP address in the Internet Explorer. If you use
dynamic IP address, the address might have been changed after your
last check.

* Internet traffic might slow down the webpage access. Please wait.

| cannot enter the login screen | « Be sure that you are using http port. The default setting is Port 80. It will

IP Finder cannot store
network parameters.

and camera page from be converted to the private camera IP address.
Internet Explorer. What should | « The port assigned for your camera might not able to access the Internet.
| do? Contact your ISP to acquire a usable port.

» The proxy server might be blocking you from connecting to the camera.
Do not set the proxy server.

* Please be sure that the default gateway address is correct.

* Your router might need Port conversion. Refer to the user manual of
your router for details.

» The package filtering function of the router might have blocked the
access to the external Internet. Refer to the user manual of your router
for details.

* If you are using DDNS, please remember to set the default gateway and
server address.

 If none of the procedures above is working, please reset to the factory
default values and re-install.

+ If the problem still persists, there might be some problems with the
product. Contact the dealer who sold you the product for more help.
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No image appears on the
main control screen.

* When using PC to connect to the camera for the first time, a security
warning window will tell you that you need to download the ActiveX
control. When you are using Windows 2000 or Windows XP, you might
need a properly- authorized user account to install the application

* Network traffic might slow down the video streams. If the video is
extremely slow, select a lower resolution for a lower bandwidth
requirement.

Check whether the Active X
control of the camera has
been installed in your
computer.

Select C:\Windows\Downloaded Program Files to check if the file “Media
Viewer Class” is registered. The status bar should indicate the file has
been installed. If you do not see this file, be sure that your Internet Explorer
security is properly set (the default value is moderate). Re-connect to the
camera main page and download the file again. Incomplete download or
installation of the camera ActiveX control is the major reason for this
problem. Check the security setting of your Internet Explorer. Close and
re-open Internet Explorer, and enter the main page to see if you can log in.

Internet Explorer displays the
following message:
Downloading the ActiveX
control is prohibited under the
current security setting."

Change the IE security setting to allow downloading unsigned ActiveX
control.

IE—Tools—Internet Options—Security—Custom Level. Change "Inactive" to
"Tips" for the ActiveX control if required.

The camera can operate only
in the LAN rather in the
Internet environment.

+ A firewall mechanism might have been activated. Check the setting of
your system or ask your network administrator. To access the camera
from the Internet, you may need to change the setting of the firewall.

» Make sure that your camera does not conflict with other servers on the
same LAN.

* Check the router and make sure that its setting allows it to access your
camera from the Internet.

The number of frames
transmitted is less than the
defined value.

» Congestion of the network or objects of the image may affect the number
of frames transmitted. The number of frames may be less than the
defined value when they are transmitted via a congested network.

* The number of frames transmitted may become less when multiple
users are viewing the video stream.

* The network hub might be another reason for this problem, especially
when multiple camera video streams are viewed simultaneously.

When the audit function is
activated, the video streaming
area becomes black or the
transmission becomes slower.

* When you connect your PC to the camera, no sufficient bandwidth is
available to support more frames with the current resolution of video
streams. Reduce the resolution to QCIF(176x144) or CIF (320x240) and
deactivate the audio function.

» The audio signal needs 32 to 64 kbps of your bandwidth. You can
deactivate the audio function to improve the image quality. Your Internet
service may have not sufficient bandwidth to support audio transmission.

Images cannot be transmitted
via e-mail or FTP.

» Make sure the IP address of the gateway and domain server (DNS) had
been defined correctly.

* Where FTP still fails, contact your ISP or network administrator to check
the FTP server.

| can't control the camera to
move up, down, right, left or to
the center or preset point.

* When communication to the camera stops, click "Refresh" on your IE
browser to refresh the transmission.

It might be that other users are controlling the movement of the camera.

* The horizontal/vertical movement of the camera has reached its limit.

* The horizontal/vertical remote control option of the camera might have
been deselected.
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| can't control the camera to
move up, down, right, or left
smoothly.

Delay might occur when you are accessing a video stream and remotely
moving the camera horizontally. Where significant delay is identified when
you move the camera horizontally or vertically deactivate the audio
streams and/or reduce the size of the video stream...

Camera Image Quality

Camera has a

focusing.

problem

» The lens might be contaminated with dust, fingerprints, or other dirt. Use
a special cleaning cloth to clean the lens or adjust the focus manually.

* Focusing might be impossible in some cases. If the object is too close to
the lens, more it away from your camera.

Color of the video stream is
too deep or light.

* Please confirm that the image you are watching has the best quality.
Adjust the setting of your display card (color quality) to at least 16 bits
(24 bits or more are recommended).

* Incorrect camera video setting. You may need to adjust some
parameters, such as brightness, contrast, color, and saturation.

Video stream flashes.

* Incorrect power cord frequency may cause flashing of the image.
Confirm that your camera uses NTSC or PAL system.

» The image flashes if the objects are black. In this case, adjust the
illumination brighter around your camera.

This is noise problem during
transmission of the image.

Noise may be produced if you install your camera at a very dark place.
Adjust the illumination around your camera.

Others

How to reboot my camera?

If you only need to re-boot the system and don't want to change any
setting, enter the Setting page and select the Reboot option at the bottom
of the screen. The system will reboot automatically.

| can't replay recorded files.

Confirm that you have installed Microsoft®’s DirectX 9.0 or above and use
Windows Media Player 9 or above.
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